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BT IP ConnectGlobal Schedule

A note on ‘you’

‘You' and ‘your’ mean the Customer.

Phrases thatrefer to ‘each of us’, ‘both of us’, ‘either one of us’, ‘either of us’ or ‘we both’ mean one or both of BT and
the Customer, whichev er makes sense in the context of the sentence.

Part A - The Service

1 Service Summary

1.1 BTwill provideyouwitha private, globalIP-based Virtual Private Network (“VPN”) service based on multi-protocol label
switching (“MPLS”) technology that provides you with any-to-any connectivity and differentiated performance levels,
prioritisation of delay and non-delay sensitive traffic as well as voice and multi-mediaapplications, all on a single
network and the ability to create a private, secure VPN(s) for you so that any Site within your IP VPN can directly
communicate with any other Site in the same IP VPN, comprising:

1.1.1 the Standard Service Component; and
1.1.2  any of the Service Options that are selected by you as setoutin any applicable Order,
(the “Service").

1.2 Where you select BT IP Connect Global (MPLS) under the Managed Service from BT:

1.2.1 Paragraph 7 of this Schedule will not apply and in such case Paragraph 7 of the Managed Service from BT
Schedule to the General Terms will apply; and

1.2.2 Part C of this Schedule will not apply and in such case Part C of Managed Service from BT Schedule to the
General Terms will apply.
1.3 Where you select BT IP Connect Global (MPLS) under a Managed Service:
1.3.1 Paragraph7 of this Schedule will notapply and in such case Paragraph 4 of the Managed Service Schedule to
the General Terms will apply.
2 Standard Service Components

BT will provide you with all of the following standard service components (“Standard Service Components”) in
accordance with the details set out in any applicable Order:

2.1 Access Line

2.1.1 BT, or BT’s agent, will arrange to connect the Site(s) to a Point of Presence (“PoP”) on the BT Network using
thetype of Access Line chosen by you and set outin the Order. The Access Line option(s) available at a Site may
vary according to the location of the Site and notall are suitable for all your applications. The Customer may
opt to Order the DSL and Ethernet (EFM) Access via the IP Connect Self Service Portal.

2.1.2  The Access Line options available, as further described in the rest of this Paragraph 2.1, are:

2.1.3 Leased Line Access

Leased Line Access is a dedicated Circuit from a Site to the nearest BT Network PoP, and is capable of
canying all Classes of Service (CoS).

2.1.4 DSL
(a)  IfDSLis selected inthe Order, BT will provide you with one of the following DSL packages, as setoutin
the Order:
(i) Business DSL Premium;
(i) Business DSL Plus;
(i) Business DSL Standard (Managed Routers are mandatory); or

(iv)  Basic DSL (see Paragraph 2.1.5 for further detail).

(b)  The Portspeed is set to the DSL speed, and traffic may burst to the Access Line speed if bandwidth is
available. The Contention Ratio limits the typical Throughput.

(c) In somelocationsinthe UK, DSLis supplied using 'rate adaptive' broadband technology, which does not
run atfixed speeds and is determined by the fastest speed thatyouranalogue direct exchange line can
support. BT will have no liability to you for failing to reach any specific speeds.
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BT IP ConnectGlobal Schedule

(d)  FollowingtheService Start Date, for a period of up to 10 Business Days, BT will undertake dynamicline
management to stabilise the line at the most appropriate speed. During this time short outages may
occur, which are excluded from BT’s Availability calculations.

(e)  Ifyou provide DSLAccess, you are responsible for the functionality, maintenance and all Charges related
to this access. BT will not provide DSLservices if the Customer Provided Access is connected to a PBX or
related equipment.

(f) If BT provides the DSL Local Loop Access, BT will deliver the DSL up to a defined demarcation point.
Telephony services on the DSLwill be disabled and the line may only be used with the Service.

(g) DSLOrders aresubjectto survey to determineif BT’s supplier can deliver the DSL. If the initial enquiry
shows thatthe Serviceis available butis later found to be undeliverable, BT will inform you of alter native
access options and prices. Under this circumstance, you may order an alternative or cancel the Order
for that Site.

(h) If this happens at either five Sites or 20 per cent of Sites (whichever is greater), then you may either
order alternative Access Linetypes or cancel theentire Order for all Sites. Under these circumstances,
you will pay Charges for work already performed by BT to deliver Services to all Sites as set out in the
Order, and for termination of any Service already delivered.

2.1.5 Basic DSL
(@)  Inaddition to the provisions setoutinParagraph2.1.4,thefollowing provisions apply to Basic DSL:
(i) Basic DSLis connected to the BT Network via HVPN or DSL gateways;

(i) As Basic DSL bundles are fixed, you accept there is no option to change the speeds, Class of
Service values, bundled Routers or the products of the local third party supplier;
(i) Managed Routers are mandatory for all Basic DSL Sites. BT or the third party Access Line /CPE

supplier can manage the Routers; and
(iv) BT will only provide BT Network reports for Basic DSL sites. BT will not provide Site to Site or
Router performance reporting as set outin Paragraph 3.1.1 of this Schedule.
2.1.6 Ethernet
(a)  There are three Ethernet options:

(i) Standard Ethernet Access;
(ii) Ethernet Plus Access; and
(i) Premium Ethernet Access.

(b)  Standard Ethernet Access has a Contention Ratio of 10:1 — 50:1 and is suitable for DE Class (in
accordance with Paragraph 2.4.2(c)).

(c) Ethernet Plus Access has a Contention Ratio <10:1and is suitable for AF Class and DE Class (inaccordance
with Paragraphs 2.4.2(b) and 2.4.2(c)).

(d)  Premium Ethernet Access provides a dedicated Ethernet access Circuit connecting a Site to the BT
Network. Itis suitable for all CoS. The following limitations apply:

(i) framing overheads will reduce IP Throughput, by an average of 9 per cent (depending on CoS
profile and average packet size) of the “headline” access speed; and
(ii) maximum EF Class traffic (in accordance with Paragraph 2.4.2(a)) is 50 per cent of Port speed.

2.1.7  HVPN

(a)  HVPNrequiresthe use of Managed Routers. An IPsec Tunnel is created from a Managed Router at a Site
to a secure networkgatewayto the BT Network. You may accessits VPNatthe HVYPN Portspeed as set
outin the Order.

(b)  Youmay either provide your own broadband (“Customer Provided Access” or “CPA”), or BT may provide
the broadband (“BT Provided Access”). For CPA, you will providean ISP-supplied modem atyour own
expense. Both the upstream and downstream broadband s peed mustbe greater than, or equal to, the
HVPN Port speed.

(c) For new Orders ata Site, one Managed Router is required. If you replace an existing access method with
HVPN, it may be necessary either to replace an existing Managed Router, or to add an additional
Managed Router, for which you agree to pay, andto pay forany installation and De-installation Charges.

(d)  TheSplit Tunnelling feature includes two related capabilities:

(i) IBO — IBO will provide a way for you to give restricted access to the Internet from the VPN site
via the HVPN CPE. The Internettrafficis presented on your LAN Port, and the CPE will route the
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Internet traffic onto the HVPN access without encryption so that the Internet traffic does not
traverse the IPSec Tunnel; and

(i) iLAN —iLAN provides an additional Port with unrestricted Internet access. The iLAN is typically
used for a guest LAN or Wi-Fiaccess to the Internet. Thereis no access to the VPN from thei LAN
Port. iLAN allows you to provide internet access without the cost of additional hardware.

(e) Both features provide security againstintrusion from the Internet via a zone-based firewall.
2.1.8 BT Reach-In NNI

(a) BT Reach-InNNIis a private, in-country IP-based VPN service delivered over a third party network that
extends the reach of your IP Connect Global network.

(b)  The BT Networkis interconnected with BT’s suppliers’ networks in certain countries. You may access its
MPLS network via BT’s supplier’s IP VPN service via these interconnections.

(c) BT Reach-In NNI consists of anAccess Line, CoS, Port(s) and either Unmanaged BT Routers, Unmanaged
Customer Routers, or Managed Router(s)at eachSite. You may order different configurations to provide
the required level of resilience at the Site.

(d) BT will providethe Access Linefromthe Sitetoa Porton a nodein BT's supplier’s network using one of
the following, as set outin the Order:

(i) Leased Line;
(i) Premium Ethernet;
(i) Business DSL Premium; or

(iv)  Basic DSL.

(e) Managed Routers, Unmanaged BT Routers and Unmanaged Customer Routers connected to BT's
supplier’s networkmust conform to the CoS markings andclasses available on BT's supplier’s network.
Managed Routers will perform CoS mappingandre-mark traffic from BT’s standard six CoS (onthe LAN
side of the Managed Router) to the supplier-specific CoS. Customer Data will not be re-marked as it
transits your supplier’s network.

2.1.9 Fast Turn-up Service

(a)  The Fast Turn-up Service enables you to connect a Site(s) to the BT Network through the rapid
deployment of a Gateway Device with access from a Site. This rapid deployment and configuration
means it is useful for providing temporary connectivity to a Site.

(b)  The FastTurn-up Service consists of the following service standard components inthe configuration, as
setoutin the Order.

(i) Mobile Service Managed Gateway Device —GatewayDevices are soldto you inaccordance with
the provisions of Paragraph 15.5 of this Schedule. Hardware and associated software located at
a Site that provides 10/100Mb Ethernet presentation to your remote LAN and transmits and
receives mobile data signalsvia GPRS, 3G or other data transmission standards using a mobile
network (“Gateway Device”).

(ii) SIM Card — BT will allocate a number to the SIMs for use in the Gateway Device. The numbers
belongto BT and mayonly be transferred to another ISP with our consent and in accordance with
prevailing industry rules and processes.

(iii) Backhaul network — A VPN connection over the BT Network which enables your data traffic to
transit from the mobile network to your existing Service.

(iv)  Service reconfiguration —Inorderto provide the Fast Turn-up Service, BT will need to reconfigure
your existing Service to enable the Fast Turn-up Service to interconnect with your existing IP
Connect Global VPN service.

v) Antenna—An ancillary devicethatis positioned remotely from the Gateway Device which may
improve the mobile signal.

2.1.10 VSAT

(a)  VSAT access enablesyou to connect a Site to the BT Network. VSAT accessis delivered using OSI Layer
2 technology over satellite technology. The BT Purchased Equipment at your Site(s) will be connected
to Earth Stations, which will be onward connected to the BT Network.

(b)  VSAT access consists of the following service standard components, as set out in the Order.
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2.2

2.3

2.4

(i) BT Purchased Equipment in the form of Satel lite Modems and Antennas. You will ens ure any
equipmentis protected against damage due to over voltage, surges, and extreme environmental

conditions;
(i) Cabling will be provided between the Antenna and BT Purchased Equipment;
(iii) Satellite specificlicences allowing operation of the VSAT access at your Site. . In some countries

you will berequired to applyfortheselicences. BT will assist youto obtainthese licences inthose
countries where you’re required to apply for the licence; and

(iv)  ASitesurveytodetermineifyour Siteis suitable for VSAT access. You willpayfor the Site survey
Charges regardless of whether you decide not to proceed with the VSAT access.

(c) BT will provide you with any of the following VSAT access options inaccordance with the details set out

in the Order:

(i) Premium VSAT Access with a Contention Ratio of 1:1. This option is suitable for all CoS.
(ii) Plus VSAT Access witha Contention Ratio of 4:1. This optionis suitable for AF Class and DE Class.
(i) Standard VSAT Access with a Contention Ratio of 10:1. This option is suitable for DE Class.

You may opt for Customer Provided Access or BT Provided Access. If you opt for Customer Provided Access BT will
provide you with an ISP-supplied modem or a data SIM for mobile connection, at your own expense.

Port
2.3.1

232

233

Where BT manages the CPE for the Service, a part of the bandwidth you have contracted for is used by BT for
management purposes.

Ifthe Access Line speed exceeds the Portspeed, trafficshapingis used to limit the use of Access Line capacity
to the Port speed.

For BT Reach-In NNI, the Portis the pointon BT’s supplier's networkwhere the Access Lineis connected to BT's
supplier’s IP VPN service.

Class of Service (“CoS”)

2.4.1

242

243

2.4.4

CoS assists with congestion avoidance and management. BT's traffic may be either “In-Contract” or “Out-of-
Contract”. In-Contracttrafficis data sent by you withinthe configurationrules applied by BTand is supported
by the Service Levels setoutin Part C of this Schedule. Out-of-Contract trafficis data sent by you outside of the
configurationrules appliedby BT and is notsupported by the Service Levels setoutin Part C of this Schedule.

The Service has three types of application CoS (EF Class, AF Class and DE Class —as set outin Paragraphs 2.4.2(a),
2.4.2(b) and 2.4.2(c)). You may order up to four separate AF Classes, as well as one of each DE Class and EF
Class - up to six Classes in total. CoS varies based on application type and speed, but the Access Line and the
Port musthavethe same or greater bandwidth than the total contracted rate per CoS, (the contracted rate for
each AF Classis counted separately). Your applications mapping policy to the appropriate CoS, based on the
applications operating across your VPN, is set in consultation with BT. Any traffic not identified as part of a
subscribed CoS is marked DE Class. The prioritisation of data within the Service is set out below:

(a)  “EF Class” is for voice over IP applications. You will specify the amount of EF Class traffic “In-Contract
rate” required. Thereis no bursting capability for EF Class traffic and any traffic above the In-Contract
rateis dropped.

(b)  “AF Class” is for delay-sensitive data traffic. You specify the amount of AF Class traffic (“In-Contract”
bandwidth). Traffic may burst above the In-Contract rate if bandwidth is available (“Out-of-Contradt”
traffic). The assured Throughput for each AF Class is the In-Contract bandwidth for that CoS. Traffic in
excess of the In-Contract bandwidth in any AF Class is marked Out-of-Contract.

(c) “DE Class” is for delay tolerant applications. DE Class is not ordered separately and is included in the
Charge for the Port. DE Class can burst to Port speed if other Classes are not using the bandwidth. DE
Class trafficis “bleached”, which means the DSCP markings are set to zero. Some Access Line types allow
you to turn off this bleaching if set out in the Order.

For BT Reach-In NNI the number of CoS may be less than six. It may be three, (only one AF Class) or one (DE
Classonly) if BT's supplier’s network does not have six Classes of Service orits CoS model is not fully compatible
with BT’s CoS model.

Class of Traffic Marking

(a)  Ifyouaremarkingyourown traffic (either you have ordered Managed Routers with DSCP trans parency
or have Unmanaged BT or Unmanaged Customer Routers) then:
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(i) only AF Class traffic thatis marked as low drop probability (‘afx1’) or using the class selector (‘csx)
and is withinthe specified contract bandwidth is carried as “In-Contract”. All other AF Class traffic
is treated as “Out-of-Contract” even if the total trafficfor that AF Classis|ess thanthe specified
“In-Contract” bandwidth; and

(i) you will markDE Class trafficwith the DSCP marking used by BT before transmitting it to the BT
Network.

(b)  Customer Traffic Marking is not available with BT Reach-In NNI.
3 Service Options

BT will provide you with any of the following options that are selected by you as set out in any applicable Order
(“Service Options”) and in accordance with the details set out in that Order:

3.1 Routers

3.1.1 BT offers three different supply and support models for Routers:

(a)  Managed Routers, which BT will installand manage their maintenance, monitoring, configuration and
commissioning. BT can provide change management and proactive fault management for additional
Charges (if applicable, asset outin the Order). Anumber of maintenance service options are available,
which may vary from country to countryand are provided as part of BT’s quote. The maintenance service
option, which applies to Severity Level 1 Incidents, is set outin the Order for each Site.

(b)  Unmanaged BT Routers, which BT will install and physically maintain (hardware only) but you will
monitor, configure and commission the Routers.

(c) Unmanaged Customer Routers, which you will install, monitor, configure, commission and physically
maintain.

3.1.2 BT cannot provide configuration and commission, change management and proactive fault management for
Unmanaged BT Routers or Unmanaged Customer Routers.

3.1.3  All Routers in the network are either:

(i) Managed Routers;
(ii) Unmanaged BT Routers; or
(iii) Unmanaged Customer Routers, in accordance with the terms of this Contract.

3.1.4 If you choosethe Managed Router option, BT will configure andinstall Managed Routers (both hardware and
Software) and the Service to deliver connectivity for your traffic across the BT Network.

3.1.5 BT will perform commissioning and acceptance testing (up to layer 3 of the Open Systems Interconnection
reference model) before giving you design and configuration details.

3.1.6  Youmay order change managementinwhich BT will perform routine Software configuration and upgrade tasks
remotely on Managed Routers. You may order change management with up to five defined changes per
Managed Router, per year for a Monthly Charge (as set outin the Order).

3.1.7 BT is responsible for network design and will ensure that any proposed reconfigurations of Managed Routers
do not conflict with your existing network. If any network changes are required, BT will make the network
changes at the same time as the reconfiguration of the Managed Routers. If the network changes require
changes to Port and/or Access Line speeds, then you agree to pay Port and/or Access Line reconfiguration
Charges and a new Monthly Recurring Charge will apply once the changes have taken effect.

3.1.8  BTwill archive Managed Router configuration files and restore configurations if a Managed Router fails. BT will
store copies of the three most recent configurations for each Managed Router.

3.1.9 BT will provide Software maintenance for Managed Routers ensuring that the level of Softwareis appropriate.
Before any upgrade, BT will evaluate the impact to your network.

3.1.10 BT will provide upgrades to OS versions if changes to the Service required by you require a later release of
Software.

3.1.11 BT will configurethe Managed Routers so that you may download new Software to the Managed Router from
BT's relevant systems, in addition to the existing Managed Router configuration.

3.1.12 Additional Charges will apply if a hardware upgrade is necessary to support the Software upgrade.
3.2  Access Line Resilience
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3.2.1

3.2.2

3.23

324

You may select one of the following Access Lineresilience optionsassetoutinthe Order. Notall options are
availablein all locations (whichis set out in the BT quote) and Managed Routers are required for “Access
Backup”, “Secure” and “SecurePlus” resiliency options:

(a)  ‘Standard —BT,or BT's agentwillarrangefor asingle Access Lineto connecttheSite(s) to a BT PoP via
a single piece of CPE at the Site(s);

(b)  ‘Access Backup’ BT, or BT’s agent will arrange for a second Access Line (either a DSL or HVPN Access
Line) to connectthe Site(s) to either thesameor a different PoP astheoriginal Access Lineviaa single
CPE or via two CPEs at the Site(s);

(c) ‘Secure’ —BT, or BT’s agent will arrange for a second Access Line to connect the Site(s) to the same PoP
as the original Access Line via two CPEs at the Site(s);

(d)  ‘SecurePlus’—BT’s agentor BT will arrange for asecond Access Line to connect the Site(s) to a separate
PoP from the original Access Line via two CPEs at the Site(s).

Exceptfor StandardAccess Lines, if the Primary Access Line (or Managed Router or PoP as appropriate) fails,

trafficisre-routed to the Secondary Access Line. The Secondary Access Line may be of equal or less bandwidth

than the Primary Access Line. If you order different CoS on the Primary Access Line and the Secondary Access

Line, it may not be possible to carry all traffic effectively on the Secondary Access Line.

Unless you purchasethe load balancing option asset outin Paragraph 3.2.4, you may onlyusethe Secondary

Access Lineduring a failure of the Primary Access Line. In this circumstance, BT may increase the Port Charge

if you use both Ports at the same time.

Depending on the configuration, routing protocol and speed of your network, you may select one of the

following Access Line resilience configurations:

(a)  ‘Failover —BT, or BT's agent, will configure the Secondary Access Line as a backupto the Primary Access
Line, if the Primary Access Line fails traffic will route via the Secondary Access Line; or

(b)  ‘Loadbalancing’—BT, or BT’s agent, will configure the Secondary Access Line for dual running with the
Primary Access Line. If one Access Linefails, subject to sufficient capacity being available on the other,
traffic can flow over the other.

3.3  Multiple VPN

3.3.1

3.3.2

3.3.3

3.3.4
3.3.5
3.3.6

3.3.7

3.3.8

3.3.9

You may order Multiple VPN for Sites with Access Lines connecting directlyto the BT Network. Multiple VPNs
enables you to define more thanone VPN within its network and connect Sites to a number of VPNs. BT cannot
provide Multiple VPN over DSL or HVPN Access Lines.

You may partition routing and traffic between Sites securely right up to the LAN Port. Each Site may be a
member of some or all of these VPNs allowing Communities of Interest to be set up. BT will not provide any
connectivity between the VPNs.

If a Managed Router, Unmanaged BT Router or Unmanaged Customer Router s upports connectivity to Multiple
VPNs, traffic from each VPN is routed to a dedicated LAN or sub interface on that Router.

Each Site will have one VPN connection designated as the primary VPN for management connectivity.
CoS specifications may be aggregated either across the Port or per VPN at each Site.

For Leased Line Access, framerelay protocolis used to presenteach VPN logically as a dedicated frame relay
PVC over the Access Line.

For Ethernet Access, thesameas for Leased Line Access above, is achieved through the use of 802.1q Virtual
LAN standards, issued by the Institute of Electrical and Electronics Engineers Standards Association.
You are responsible for selection and configuration of the Router if you order Service with Unmanaged BT
Routers or Unmanaged Customer Routers.

If you order Multiple VPNs to a Site, then the CoS policy may be applied to the whole of your access ( “CoS
Policy per Access” or “CPpA”) or it may be applied to the individual VPN connections (“CoS Policy per
Connection” or “CPpC”). As set outinBT’s quote, insome |l ocations, you accept that thereis no choice and only
CPpAor CPpCis available.

3.4  Multiple Routes

3.4.1

The Multiple Default Route feature allows your VPN to support up to five default routes (typically for Internet
access). This allows you to have regional IBO (or other networks).
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3.4.2

3.4.3
3.4.4

3.4.5

3.4.6

3.4.7

The Multiple Specific Route feature uses the same technology as the Multiple Default Route feature and allows
your VPN to support up to five routes to the same specific IP Addresses.

Multiple Routes are not available with the BT Reach-In NNI Access Type.

You may order either or both of the following options, but the aggregate number of preferred routes will not
exceed five.

Multiple Default Routes —If you are using a routing gateway to other services, such as the Internet, you may
select up to five Sites through which connection to the other service occurs. This enables you to provide
regional access to those services.

Multiple Specific Routes —You may order up to five routes to the same |P Addresses to manage trafficloads to
Site(s) with multiple Access Lines. Each of the Access Lines is declared a routing gateway.

For both options, all other Sites select a preferred routing gateway. If the preferred gateway fails, the Service
automatically redirects traffic to another routing gateway.

3.5 Multicast VPN

3.5.1

3.5.2
3.5.3

Multicast VPN enables packet replication, whichis required by applications such as: video conferencing, IP TV,
corporate communication, software distribution, stockquotationandnews feeds. It enables yourtraffic to be
sent from a ‘source’ Site to multiple ‘receiver’ Sites.

Multicast VPN is not available with BT Reach-In NNI.

Multicast VPNis available over yourintranet VPN(s) at Sites with either Leased Line Access or Ethernet Access
to the BT Network. It does notsupport EF Class. Inthe Order, you will state theamount of bandwidth thatis
used at each Site for Multicast VPN. You may order either or both of the following options as set out in the
Order:

(a)  Protocol Independent Multicast (“PIM”) Sparse Mode — The Multicast VPN application flows are
sourcedonlyto Users that form part of a Multicast VPN group. To become part ofa Multicast VPN group,
Users will register to a Rendezvous Point (“RP”), from where Multicast VPN traffic will flow via a “shared”
distributiontree, rooted atthe RP associated with the Multicast VPN group. BT will provide either the
auto RP or static RP mechanism for distribution of RP information, as set out in the Order.

(b)  Source Specific Multicast (“SSM”) — A higher layer protocol, IGMPv3, enables Users to receive
informationfrom a Router (eithera Managed Router, Unmanaged BT Router or Unmanaged Customer
Router).

3.6  Internet Gateway Regional feature

3.6.1

3.6.2

3.6.3

3.6.4

3.6.5

3.6.6

3.6.7

The Internet Gateway Regional feature offers you access to Internet based applications from their VPN(s). All
Internet traffic from Sites in that VPN follows a default route to the Internet, in general using the nearest
Internet Gateway (selected based upon BT Network topology) to take them to the Internet via the Service.

For resiliency purposes, BT advises that you order at least two or more gateways per VPN. When more than
one Internet Gateway is selected, all of themareavailable. In case onefails, all Internet traffic fromthat VPN
is dynamically routed via the alternate(s) Internet Gateway(s) in the event of network outage.

The Multiple Default Routes feature described in Paragraph 3.4 of this Schedule canbe used to influence the
Internet Gateway used by specific Site(s).

In addition to the advertisement of a default route from each Internet Gateway, you may also opt to receive
routes for specific destinations, such as an ISP, from any of their Internet Gateways (“Customer Defined IP
Routing Policy”). You may specify up to 100 specific routes unless otherwise agreed with BT.

You will havetheabilityto selecta fixed capacity for the Internet Gateway Regional feature and that Internet
Gateway bandwidth is shared by all Sites on that VPN for accessing the Internet.

BT will deliver the Internet Gateway Regional feature with a Cloud Firewallfeature, as set outin Paragraph 39
of this Schedule.

BT will provide the Internet Gateway Regional Feature in the countries set out in the Order. If the Customer
allows Users, or otherwise configures or permits the configuration of the Servicein other countries which are
notsetoutinthe Order, then the Customer will ensure that it operates within appropriate laws and regulations
in each country from where it is using the Internet Gateway Regional feature. Any use of the Service by the
Customer outside the countries setoutinthe Order issolelyatthe Customers own risk and BT cannot accept
any legal or regulatory responsibility for such use.
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3.6.8

The Service cannot be used by the Customer for Internet browsing in the countries advised by BT as Blocked
Countries, due to the laws and regulations that operate in these countries.

3.7  Cloud Connect to Data Centre feature

3.7.1

3.7.2

3.7.3

3.7.4

You areresponsible for enteringintoan agreement with a Data Centre provider for anyhosting requirements
and alsofor ensuring thereis sufficient space available for the CPE within the Data Centre. BT will only provide
connectivity to the Data Centre and will have no liabilities relating to such third party patch service provider
services, includingbut notlimited to any liabilityrelating to performance, availability, data protection and any
security issues.

The Cloud Connect to Data Centre feature offers you private access directly to a set of pre-connected Data
Centres on the BT Network.

Those connections are builtas anextension of your VPN to the point of interconnection with the Data Centre
provider. Cloud Connect to Data Centre feature pricing includes:

(a)  Connectivity to the Data Centre; and
(b)  The management of the Cloud Connect to Data Centre feature.

If requested in the Order, BT will provide connectivity inside the Data Centre, or withinthe campus according
to available solutions in place with the Data Centre provider. The solution available will vary according to both
the Data Centre provider and location, and will be determined on a case by case basis. BT will notify you as
soon as is reasonably practicable of any additional requirements, including, but notlimited to, a need for you
to order internal Data Centre cabling directly from the Data Centre provider, or any additional Charges
becoming payable for connection.

3.8 Cloud Connect Direct feature

3.8.1

3.8.2

3.8.3

3.8.4

3.8.5

The Cloud Connect Direct feature offers you private access direct to a third party cloud service provider with
whom BT has built one or more interconnection points globally on the BT Network.

You areresponsible for enteringinto anagreementwith a third party cloud service provider for any usage of
that service, including any licencing requirements. BT will only provide connectivity to the third party cloud
service provider services and BT will not be liable for such services including but not limited to any liability
relating to performance, availability, data protection, and any security issues.

You may order more than one connection to have geographical resilience in place or to align to the Service
being consumed with the third party cloud services.

The Cloud Connect Directfeatureis builtasan extensionof your VPN to the point of interconnection with the
third party cloud service provider. Cloud Connect Direct pricing includes:

(a)  connectivity to the service associated to this connection; and

(b)  the management of the Cloud Connect Direct feature.

The Portspeed will depend uponthe offering of the third partycloud service provider that you have contracted
with.

3.9  Cloud Firewall feature

3.9.1

3.9.2

3.9.3

BT will provide the Cloud Firewall feature automatically if you purchase the Internet Gateway Regional feature.
In addition, you may choose to order the Cloud Firewall feature with the Cloud Connect Direct feature.
BT's Cloud Firewall feature provides network protection and optimisation hosted ata BT PoP. The Cloud
Firewall feature controls inbound and outbound access from either:

(a)  the Cloud Connect Direct feature; or
(b)  thelnternet Gateway Regional feature.

BT provides you with the following elements for the Cloud Firewall feature:

(a)  security platform: BT will provide the Cloud Firewall feature on BT’s chosen third party partner
technology (hardware and applications). The Cloud Firewall feature is virtualised, and multiple
customers will share the same physical platform;

(b)  security consultancy: BT will provide support to you inproducing your Customer Security Policy (“CSP”),
and/or its network design ifrequested by you and set outin the Order. Additional Charges will apply;

(c)  faultmanagement: BT will provide 24x7 Customer helpdesks to respond to Incidents, platform support
backed off to appliance and application vendors, and continuous real-time service monitoring; and
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(d)  configurationmanagement: BT will implement reasonable Customer-requested changes to the CSP, and
upgrade the Cloud Firewall feature according to recommended and tested vendor patches.

3.9.4 BT will provide the Intrusion prevention option under the Cloud Firewall feature if selected by you as set outin
any applicable Order. In addition, you may choose to order with this option the Cloud Connect Direct feature
or the Internet Gateway Regional feature. BT provides you with the following elements for the Intrusion
prevention:

(@)  monitor traffic passing through the Service for attacks, in accordance with the applicable intrusion
signaturefiles;

(b)  implement this Service option with a default configuration setting, including a standard signature list.
BT will also maintain a subscription to the necessary signature updates, and arrange for these to be
applied followingissue by the supplier but BT will not be responsible for evaluating these signatures
beforehand; and

(c) upon your request, alter the parameters for applyingnew signaturesin “block” mode, to give a greater
or lower sensitivity to attacks. You will remain responsible for the increased risk of false positives (blocks
to legitimate traffic) or the increased risk of attacks being missed.

3.9.5  The Cloud Firewall feature is resilient to failure of any single element, to the extent that traffic is re-routed
around afailed service element via an alternative service element, until such time as the failed service element
is restored.

(@)  Insuch casestherewould betemporaryinterruptionof the Cloud Firewall feature and active sessions
will need to be re-established; and

(b)  yourre-routed traffic will egress to the Internetinother geographiclocations. (For example, in the case
of UK and US locations, and the US location experiences a failure, then your US traffic would be re-
directed to the UK location.)

3.10 Bandwidth on Demand
Where you select Bandwidth on Demand:

3.10.1 BT will provide you with the ability to temporarilyincrease your port and Cos s peed for a s pecified period using
a portal provided by BT. You will define the specified period. Your port and CoS speed will revert back to its
original speed at the end of the specified period.

3.10.2 Bandwidth on Demand is only available on Ethernet Access. Bandwidth on Demand is not available where
Ethernet Access is provided over BT City Fibre Network.

3.10.3 Orders placed viathe portal will constitute a binding Order. You will also be required to sign a physical Order
for the Bandwidth on Demand service. Only Authorised Users may place Orders using the portal. Authorised
Users will be required to request access to the portal to enable them to place Orders.

3.10.4 You
(a)  may order Bandwidth on Demand in increments of thirty minutes. The minimum duration of a
Bandwidth on Demand request is two hours. The maximum duration of a single request may not be
more than 30 calendar days;
(b)  may place an immediate request for Bandwidth on Demand or schedule it for a future date and time.
There is no limit to the number of requests that may be placed;
(c) may view a summaryof all upcoming and historical Bandwidth on Demand requests via the portal .
3.10.5 Bandwidth on Demand Orders will be invoiced from the Billing Start Time to the Billing Stop Time.

3.10.6  Your IP Connect Global Service will not be interrupted when Bandwidth on Demand is added and removed,
however you may experience degraded performance during this period.
3.11  Shared Access
Shared access enables you to share your Access Line(s) with, or share the Access Line(s) of, another IP Connect
Global customer in order to create mutual VPNs, as agreed between the relev ant parties under a separate
agreement. The terms and conditions which apply to shared access are specified in the “Shared Access
Consent Form”, which both you and the other customer will sign.

3.12 Reports

3.12.1 BT will provideaccessto oneof BT’s portals where the following reports are available atintervals determined
by BT. All reports are standard except they are unavailable for Sites with Business DSL Plus (Paragraph
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3.12.2

3.12.3

3.12.4

3.12.5

2.1.4(a)(ii)); Business DSL Standard (Paragraph 2.1.4(a)(iii)); or Basic DSL Access (Paragraph 2.1.4(a)(iv) and
Paragraph2.1.5), HVPN (Paragraph 2.1.7) and Fast Turn-up Service (Paragraph 2.1.9) unless otherwise stated.
The following reports are available without additional Charge with the Service (“Basic Report
Package”):

(a)  Near Real Time utilization reports (PE Based port, VPN and COS utilization reports)

(b)  Core Network Round-Trip Delay, Packet Delivery and lJitter

(c) Inventory report;

(d)  Planned Maintenance report;

(e)  Order status;

(f) Ticket status;

(g)  e-Notification - Initial Incident detection; and

(h)  e-Updates.

The “Advanced report package” is available atan additional Charge, which will be specified in the Order and
consists of.

(a)  The Basic Report Package;
(b)  Managed Router Performance;

(i) Port, VPN and CoS utilisation;
(i) CPU utilisation;
(ii) Free/used memory; and
(iv)  CPEreachability.

(c) DSLPlus reporting package - this option adds reports per Site or for all Sites that have Business DSL Plus
Access;

(d)  Porterrorsand discards - provides informationabout the number of packets with errors and the number
of discarded packets;

(e)  Threshold reporting- provides a view of performance exceptions based on pre-set thresholdfor Ports,
VPNs, CoS, CPE and Site-to-Site paths.(if site to site reports are ordered); and

(f) Trending and forecasting reports package - provides a forecast view of Port, VPN utilisation and CoS
usage based historical trends.

The “Advanced+reportpackage” is available atan additional Charge, which will be specified inthe Order and

consists of;

(a)  90th Percentile Reports —is a report that summarizes the network usage over a time period better than
the average or peak utilisation;

(b)  Baseline exception reports —is a report that shows when VPN usage is outside an expected usage
pattern.

In addition, the following reports can be ordered inaddition to the “Advanced report package” or “Advanced+

report package”:

(a)  Siteto Site performance (forwhichyou will use BT Managed Routers) - provides network performance
(Round-Trip Delay and Jitter) reporting between the Sites and is ordered in packs of ten Sites; and

(b)  Simple Network Management Protocol (“SNMP”) management feed - gives read-only SNMP access to
network management information from the Managed Router. You are responsible for providing your
own SNMP managementtools. SNMP connectivityis provided between the Managed Routers and up to
two hosts within your LAN.

In addition to the Service Desk described in Part B of this Schedule, you may request and BT may agree to
provide additional telephone numbers to give the Customer Contactaccess to up to three additional regional
service desks, which can provide supportin a small number of additional languages. There is an additional
Chargefor these numbers, assetoutinBT’s quoteand Order. BT may withdraw the additional numbers at any
time.

Service Management Boundary

1 BT will provide and manage the Service as set out in Parts B and C of this Schedule and as set out in the Order up to
demarcation points as setout in the remainder of this Paragraph 4 (“Service Management Boundary” or “SMB”).
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4.2  WhereBT provides you with Managed Routers, the SMB is the LAN Port onthe Managed Router. This in cludes provision,
maintenance and management of all elements up to this SMB. The cable which connects to the Customer Equipment is
your responsibility.

4.3  WhereBT provides you with Unmanaged BT Routers, or you use Unmanaged Customer Routers, the SMB is the Network
Terminating Unit (“NTU”) of the Access Line that BT provides. This includes provisioning, maintenance and management
of all elements up to this SMB. You areresponsible for the cable connecting the NTU to the Unmanaged BT Router or
Unmanaged Customer Router.

4.4  Inthe caseof Unmanaged BT Routers, BT will perform hardware maintenance for the Unmanaged BT Routers subject
to you informing BT that the Unmanaged BT Router is faulty. When acting upon an Incident reported by you of a
defective Unmanaged BT Router, which BT finds is not defective, youagree to payBT forall reasonable Charges incurred.

4.5  Forthepurposes of Paragraphs 4.2 to 4.4 above, where you provide any internal cabling, this will fall outside of the SMB
for the Service.

4.6 HVPN CPAfalls outside of the SMB.

4.7  Forthelnternet Gateway Regional feature, the SMB isthe porton the BT Equipment which provides connectivity to the
Internet.

4.8 For the Cloud Connect to Data Centre feature, the SMB is:
4.8.1 in the case of Managed Routers, the LAN port on the CPE; and
4.8.2 inthecaseof Unmanaged BT Routers or Unmanaged Customer Routers, at the terminating patch panel port at

the Customer data centre.

4.9  In addition, for the Cloud Connect to Data Centre feature, where you order any internal Data Centre cabling directly
from the Data Centre provider, this will fall outside of the SMB for this feature.

4,10 For the Cloud Connect Direct feature, the SMB is the interconnection between the third party cloud service provider
router and the BT Managed Router.

4.11  For the Cloud Firewall feature, the SMB is the interconnection between the third party cloud service provider router
and the BT Managed Router. BT may make changes to the configuration of the Cloud Firewall feature within the SMB.
Unless otherwise agreed in writing, you are responsible for making any necessary configuration changes outside the
SMB and for the in-life management of Service elements outside the SMB. Under no circumstances will you attempt to
make direct changes to the physical or Software configuration of the Cloud Firewall feature without BT’s prior written
approval.

4.12 For the Fast Turn-up Service, the SMB is at the Gateway Device.

4.13 BT will have no responsibility for the Service outside the Service Management Boundary.

5 Service Exclusions

5.1 BT does not make any representations, whether express or implied, about the interoperability between the Service and
any Customer Equipment.

5.2  For the Fast Turn-up Service, the following restrictions and exclusions apply:

5.2.1 The Fast Turn-up Service is enabled for use in the European Union (EU), Switzerland, Norway, UK Channel
Islands and the Isle of Man only;

522  Youmay either provideyour own broadband (“Customer Provided Access” or “CPA”), or BT may provide the
broadband (“BT Provided Access”). For CPA, you willprovide an ISP-supplied modem or a data SIMfor mobile
connection at your own expense.

5.2.3 BT may bar certainnumbers fromthe Fast Turn-up Service on a temporaryor permanent basis where, in BT's
reasonable opinion, itis necessary to do so;

52.4 BT maycancelanySIM Cardifithasnotbeen used by you for sixmonths. BT will notifyyou after five months
of non-use of theintention to cancel the SIM Card in a month’stimeifitis notused during that month. If BT
cancelsa SIM CardandtheSIM Card is subjectto a Fast Turn-up Service Minimum Period, you will pay BT the
Termination Charges as set outin Paragraph 12;

5.2.5 BT does notguaranteethe security of the Fast Turn-up Service against unauthorised or unlawful access or use.
If BT believesthereisorislikelyto be a breach of security or misuse of the Fast Turn-up Service, BT may:
(@)  change and/or suspend the User Security Details (and notify you thatit has done this); or
(b)  requireyou to change the User Security Details.
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53

5.4
5.5

6.2

5.2.6  Occasionally BT may:
(@)  giveyouinstructions which BT believes are necessaryfor reasons of health, safety, BT Network i ntegrity
or the quality of any telecommunications service that BT provides to you or any other customer; or
(b)  temporarily suspend the Fast Turn-up Service because of: an emergency, security risk, misuse, loss or
theft of Devices supplied as part of the Fast Turn-up Service, or for operational reasons, maintenance or
improvements. During any period of suspension you will remain liable for all Charges due under the
Contractother thanChargesincurredafter theloss or theft of Devices or SIM Cards has been reported
to BT in accordance with the instructions that BT provides to you;
5.2.7 BT will not be liable for failure to or delay in supplying the Fast Turn-up Service if:
(a)  another supplier delays or refuses the supply of an electronic communications service to BT and no
alternative serviceis available atreasonable cost; or
(b)  legal or regulatory restrictions areimposed that prevent BT from supplying the Fast Turn-up Service.
5.2.8 BT may suspend the Fast Turn-up Service or end the Contract, or both, at any time without Notice if BT
reasonably believes thatthe Fast Turn-upServiceis beingused in breach of this Contract. This applies even if
you are unawarethatthe Fast Turn-up Serviceis being usedinsuch a way. You will continue to pay the Charges
duringanyperiod of suspension. If BT terminates this Contract during the Fast Turn-up Service Minimum Period
becauseofan eventspecified inthis Paragraph you will pay BT, without prejudice to any other rights BT may
have, the Termination Charges specified in this Schedule or any relevant Order.
5.2.9  Thefollowingfeatures of the Service are not available to Sites using a Fast Turn-Up Service connection:
(a)  Class of Service
(b)  Resilient Access/ Failover port
(c) Multiple VPNs (mVPN)
(d)  Multiple Routes (Multiple Default Routes and Multiple Specific Routes)
(e) Multicast VPN
(f) IP version 6
(9) your reports
(h) Proactive management
For the VSAT Service, the following restrictions and exclusions apply:
5.3.1 VSAT access cannot be used with Secure or Secure+ options;
532  Multiple VSAT accesses cannot be provided together for use as a primary access and back up access;
5.3.3  VSAT maybeused as access backup resilience for Ethernet, Leased line and DSL access connections only;
5.3.4  VSAT access cannot be used as access backup resilience for HYPN or NNI access connections;
5.3.5  VSAT access does not support multiple VLANs;
5.3.6  You may only order EF on port speeds of 256kbps or greater;

5.3.7  VSAT access will not support fragmentation, so where you are using large frames for data transfer this may
have a negative impact on your voice services; and

5.3.8 BT will notberesponsible forthe performance or availability of the VSAT access connection where the weather,
Solar Outages or other atmospheric conditions cause performance issues or service failures. This does not
constitute an Incident and the Service Levels set outin Part C will not apply.

The Cloud Firewall feature cannot ensure prevention or detection of all threats and unauthorised actions.
For the Bandwidth on Demand feature, the following restrictions and exclusions apply:

5.5.1 Bandwidth on Demand is not available with the HVPN, BT Reach-In NNI, VSAT or DSL Access Types and Cloud
Connect to Data Centre and Cloud Connect Direct features;

552 Bandwidth on Demand is not available across all countries.

Associated Services and Third Parties
If BT provides you with any services other than the Service, this Schedule will not apply to those services and those
services will be governed by their separate terms and conditions.

If you are required by Applicable Law to purchase the Service from a third party supplier, BT may, if you agree to it,
manage the Service as your agent.
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7 Specific Terms and Conditions

7.1 Minimum Period of Service

7.1.1

Unless either of us gives Noticeto the other of an intentionto terminate the Service atleast ninety (90) days’
beforethe end of the Minimum Period of Service or a Renewal Period (“Notice of Non-Renewal”), atthe end
of the Minimum Period of Service or any subsequent Renewal Period, the Service will automatically extend for
the Renewal Period, and both of us will continue to perform each of our obligations in accordance with the
Contract.

Intheevent thateither of us gives a 90days’ Notice of Non-Renewal of the Service at the end of the Minimum
Period of Service or any subsequent Renewal Period, BT will cease delivering the Service at the time of 23:59
on the last day of the Minimum Period of Service or subsequent Renewal Period.

BT may propose changes to this Schedule by giving you Notice at |east 90 days prior to the end of the Minimum
Period of Service and each Renewal Period (“Notice to Amend”).

Within 21 days of any Notice to Amend, you will provide BT Notice of your intention to:

(a)  agreeto the changes BT proposed, in which case those changes will apply from the beginning of the
following Renewal Period;

(b)  requestrevisions to the changes BT proposed, in which case both of us will enter into good faith
negotiations for the remainder of that Minimum Period of Service or Renewal Period, as applicable, and,
if agreement is reached, the agreed changes will apply from the beginning of the following Renewal
Period; or

(c)  give a Notice of Non-Renewal.

If both of us have not reached agreement in accordance with Clause 7.1.4(b) by the end of the Minimum Period

of Service orthe Renewal Period, as applicable, the existing terms of this Schedule will apply from the beginning
of the following Renewal Period unless either of us elects to give a Notice of Non-Renewal.
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Part B - Service Delivery and Management

8 BT's Obligations

8.1  Service Delivery
Before the Service Start Date and, where applicable, throughout the provision of the Service, BT:

8.1.1

8.1.2

8.1.4

8.1.8

will provide you with contact details for the helpdeskthat you will be able to contact to submit Service requests,
report Incidents and ask questions about the Service (“Service Desk”);

will comply with all reasonable health and safety rules and regulations and reasonable security requirements
thatapplyata Siteandare notified to BTin writing. BT will notbeliableif, as a result of any such compliance,
BTis in breach of any of BT’s obligations under this Contract;

will, where applicable, arrange for any surveys to be conducted to confirm the availability of a suitable Access
Line to the Sites. If the surveys identify that additional engineering work is required in order to provide a
suitable Access Lineto the Sites, BT may provide a new quoteto you, detailingthe additional Charges you will
need to pay for the engineering work to be completed and:

(a) ifyouacceptthenew quote, BT will cancel the existing Order to the affected Sites and will generate a
new Order for the affected Sites and will arrange for the additional engineering works to be carried out;
or

(b) ifyoudonotacceptthe new quote, BT will cancel your existing Order forthe provision of Service to the
affected Sites and BT will have no obligation to provide the Service;

will provide youwitha date on which delivery of the Service (or each part of the Service, including to each Site)

is due to start (“Customer Committed Date”) and will use commercially reasonable endeavours to meet any

Customer Committed Date;

where the Siteis located within the EU, dispatch any Purchased Equipment for delivery to the applicable Site

as setoutin the Order;

where the Site is located outside the EU, subject to your compliance with Paragraph 9.1.8:

(a)  deliver any Purchased Equipmentto the applicable port of entryin the destination country inaccordance
with Paragraph 9.1.8 and you will act as the importer of record; or
(b) if agreed between both of us in the Order, BT will arrange shipping services to deliver the Purchased
Equipment to the final destination address(es) specified in the Annex or Order;
if agreed between both of us as setoutinthe Order, install any Purchased Equipment attheapplicable Sites,
in which case BT will:
(i) test Purchased Equipment to ensure thatitis ready for use; and
(i) on the datethat BT has completed thosetests, confirmto you thatthe Purchased Equipment is
available for you to carry out any Acceptance Tests as set outin Paragraph 9.2 and

will informyou ifitis necessary for you to provide any input(s) in order for the Service to function.

8.2 Inaddition, forthe Fast Turn-upService, before the Service Start Date and, where applicable, throughout the provision
of the Fast Turn-up Service, BT:

8.2.1

8.2.2

will, instead of the Service Desk provided inParagraph 8.1.1, provide a service desk which is available Mon-Fri
between the hours of 8:30am —5pm for you to report Incidents to and obtain assistance with the Fast Turn-up
Service (“Fast Turn-up Service Centre”); and

provideareceptioncentre whichis available 24 hours per day, 7 days a week, 365 days a year, foryouto report
lost or stolen SIMs.

8.3  Commissioning of the Service
Before the Service Start Date, BT will:

8.3.1
8.3.2
8.3.3

8.3.4

configure the Service;

conduct a series of standard tests on the Service to ensure thatitis configured correctly;

for Service with Managed Routers, configure the equipment, CoS and the Access Line, so that traffic can be
transmitted from one Site to another, and conduct a set of standard tests to ping the Managed Router;

for Service with Unmanaged BT or Unmanaged Customer Routers, confirm del ivery of the Access Line,
configure the CoS and conduct a set of standard tests to ping the Port; and
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8.4

8.5

8.6

8.7

8.3.5 onthedatethatBThas completed the activities in this Paragraph 8.3.5, confirmto you the Service Start Date.
In addition, before the Service Start Date, for the Fast Turn-up Service, BT will:

8.4.1 deliver the GatewayDevice and SIMCard(s)to a mainland UK locationor other available European location as
specified by you and set out in the Order; and

8.4.2  configure the Gateway Device, backhaul network and your existing Service on the BT Network so that traffic
can be transmitted and received between the Site and your VPN. Once configured, BT will conduct a set of
standard tests to prove connectivity to the Gateway Device. The Service Start Date occurs on successful
completion of the tests.

For the purposes of Paragraphs 8.3.3and8.3.4above, you may wish to migrate your trafficafter BT has conducted BTs
standardtests. In these circumstances, the Service Start Date will occur when BT has s uccessfully completed BTs
standard tests. BT may assist with traffic migration (switching of the Customer Data from a different service to the
Service) after the Service Start Date subject to an additional Charge (as set outin BT’s quote). If you would like BT to
provide remote support, you will order itfor Service activationatthe sametime as the provisionof the Service as it will
need to take place within five Business Days of the Service Start Date.

If you delay delivery of the Service, you agreethatyou will pay (i) BT’s invoice for Charges which would have become
dueon thelast Customer Committed Date agreed in writing by BT and (ii) BT’s invoices for Recurring Charges, whichare
due monthly in advance. In these circumstances the Service Levels on delivery of the Service after the Customer
Committed Date as set outin Part C of this Schedule will not apply.

During Operation
On and from the Service Start Date, BT:

8.7.1 will respond and use reasonable endeavours to remedy anIncident without undue delay if BT detects or if you
report an Incident on the BT Network;

8.7.2  will work with therelevantsupplierto restore Service as soonas practicable during Local Contracted Business
Hours if BT detects, or if you report an Incident on the Access Line;

8.7.3  will maintain a web portal and server to provide you with online access to performance reports;
8.7.4  may carry out Maintenance from time to time and will endeavour to inform you:

(a)  atleastfiveBusiness Days before any Planned Maintenance on the BT Network and/or BT Equipment,
however you agree that BT may inform you with less notice than normal where emergency Maintenance
is required; or

(b)  without undue delay for scheduled Access Line maintenance by a supplier;

8.7.5 may, in the event of a security breach affectingthe Service, require you to change anyor all of your passwords.

BT does not guarantee the security of the Service against unauthorised or unlawful access or use;

8.7.6  will proactively monitor the BT Managed Routers for vital healthsigns. BT will perform polling and monitoring
of the BT Managed Routers at least every four minutes. If a problem is detected, BT will perform initial
diagnostics within 15 minutes and, if necessary report anIncident. BT will not proactively manage Business DSL
Standard, Basic DSL and HVPN. For Basic DSL, BT will only provide reactive fault management and will not
provide proactive fault monitoring or Router surveillance monitoring. Inthe case of Routers being Unmanaged,
BT Routers or Unmanaged Customer Routers, which BT will not proactively monitor, BT is reliant upon you
reporting Incidents relating to Access Lines.

8.7.7  for the Cloud Firewall feature, BT will:

(@)  providethe Customer Contact(s) with accessto BT’s portal, which will give online access to a range of
functions including reports, and placing CSP change requests;

(b)  proactively monitor the Cloud Firewall feature in the following manner. BT has a secure management
link to the appliance(s) over Internet and MPLS networks. BT also provide an “out-of-band” link that
connects directly to the appliance(s), via BT's secure modem; this allows further remote management
and diagnostics capability;

(c) usereasonable endeavours to identify potential unforeseen consequences of CSP changes requested by
you, and to advise you of these. BT will refer incorrectly specified CSP changes back to you; and

(d)  from time to time undertake work on the Cloud Firewall feature, which may interrupt service. In such
cases, BT will endeavour to inform youinadvance of anyworkbeing undertaken, and will endeavour to
minimise the impact of such work.

8.7.8 For the Bandwidth on Demand feature, BT will:
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(o)  set out rules around changes to Bandwidth on Demand within the portal, (changes to end
times/cancellation policy/ decreasing flex durations); and
(b)  onlyinvoice for Successful Flex Events. Usage will be charged on a price per mbps/hour basis.

8.8  The End of the Service

8.8.1

8.8.2

On notification of termination of the Service by either one of us, or expiry, BT may disconnect and remove any
BT Equipment located at the Sites; and

On notification of termination of the Service by either one of us, or notification of expiry, BT will:

(a)  onceyou haveprovided a Customer Required by Dateinaccordance with Paragraph 9.6.1, provide you
with a date on which termination of the Service (or each part of the Service, including to each Site) is
due to take place (“BT Adjusted Customer Required by Date”) and will use BT's commercially
reasonable endeavours to meet any BT Adjusted Customer Required by Date;

(b)  informyouifitisnecessary for you to provideanyinput(s) on top of your contracted obligations to be
able to terminate the Service(s); and

(c) informyou if therequestto amend or change a Customer Required by Date has been accepted by all of
BT’s suppliers (where relevant).

9 Your Obligations

9.1  Service Delivery
Before the Service Start Date and, where applicable, throughout the provision of the Service by BT, you will:

2.1.1

2.1.2
2.1.3

92.1.7
2.1.8

9.1.10

2.1.11
9.1.12

provide BT with the names and contact details of any individuals authorised to act on your behalf for Service
management matters (“Customer Contact”), but BT may also accept instructions from a person who BT
reasonably believes is acting with your authority;

provide BT with any information reasonably required without undue delay;

provide BT with access to any Sites during Business Hours, or as otherwise agreed, to enable BT to set up,
deliver and manage the Service;

complete any preparation activities that BT may request to enable you to receive the Services promptly and in
accordance with any reasonable timescales;

notify BT in writing of any health and safety rules and regulations and security requirements that apply at a
Site;

injurisdictions whereanemployer is legallyrequired to make suchdisclosure to its employees and/or Users:

(a)  informyouremployees and Users thatas part of the Service being delivered by BT, BT may monitor and
report to you the use of any targeted applications by your employees and/or Users; and

(b)  ensurethat your employees and Users have consented or will be deemed to have consented to such
monitoring and reporting (if such consent is legally required), agree that BT will not be liable for any
failure by you to comply with this instruction and indemnify BT from and against any Claims or action
brought by your employees or Users against BT arising out of the delivery of Services by BT.

ensure that the LAN protocols and applications you use will be compatible with the Service;
wheretheSiteis located outsidethe EU, actas theimporter of record, clear the Purchased Equipment through
the applicable customs authority in the destination country and be liable for any import tax, duty and/or excise
dutyincurred, and, if requested by BT, provide authorisation as soon as practicable authorising BT or BT’s agent
to carry out BT’s obligations as shipping agent. If you cannot give such authorisation, you will be responsible
for fulfilling those obligations on BT’s behalf at your own cost;

provide BT with the name and contact details of at |east one individual who will be responsible for receiving
the Purchased Equipment at the Site;

where applicable, provide andmaintain a PSTN, ISDN or broadband lines atthe Sites for exclusive use with the
Service. You will payall charges related to provision anduse of such lines and report anyincidents in such lines
directly to the supplier of the line;

not use any DSL line provided by BT to make or receive PSTN calls;

not make changes to the line or any telephony service on the line, without BT’s prior written agreement. BT
will charge you for any costs incurred by BT for such changes;

BTL_BTGS_IPCnnctGlbISch_published28September2018.docx Page 17 of 36



BT IP ConnectGlobal Schedule

92.1.13

92.1.14

9.1.15

92.1.16

92.1.17

92.1.18

2.1.19

92.1.20

2.1.21

9.1.22

be responsible for the provision of all Service items (e.g. internal cabling) from the Access Line demarcation
pointto the Managed Routers, Unmanaged BT Routers and Unmanaged Customer Routers, as applicable;

if you order the Service with Unmanaged BT Routers and/or Unmanaged Customer Routers, be responsible for:

(@)  providing Routers which adhere to BT’s design guidelines (which can be provided to you); and
(b)  marking traffic with the DSCP marking used by BT before transmitting traffic to the BT Network;

where HVPN is being purchased, be responsible for, and ensure that it complies with all applicable licensing
and regulatory requirements for use of HVPN including but not limited to the local law and regulations that
apply to theexportandre-export of any encryption software or devices. BT may require you to produce proof
of compliance with such licensing and regulatory requirements before delivery of the Service. If you cannot
producesuch proof to BT’s reasonable satisfaction, BT may suspend delivery of the Service or cancel the Order.
If BT cancels the Order, the provisions of Clause 17 (Cancellation) of the General Terms will apply. You are
responsible for obtaining anylocal import and User licenses and the written authority from all respective
authorities necessary;

ensurethat CPAisinstalledand working before placing an Order for HVPN. If itis not, youagree to payall HYPN
Charges fromthe Service Start Date. You alsoagreeto pay all BT's costs (including applicable Charges)if H/PN
is delivered and itis later found that you have not provided suitable CPA;

ifthe CPAis provided on the basis of ‘up to’ a certain speed, agreethatit may notreceive the full speed, and
thatfor the Service to work it will orderan access speed significantly higher thanthe required HVPN Port speed;
itis yourresponsibility to ensure that the CPA meets these requirements. BT willnot be liable for Service failure,
and BT’s Service Levels will not apply, when the actual CPA speed falls below the HVPN Port speed;

if a dynamic IP Address is used, agree that BT’s Service Levels will not apply to any Availability Downtime
occurrences resulting from refresh of the dynamic IP Address;

agree that Internet browsing from the Managed Router other than via the HVPN Split Tunnelling feature will
impair HVPN;in these circumstances BT will notbeliablefor any failureinServiceand BT’s Service Levels will
not apply. You agreethatInternetaccessis provided by BT’s local suppliers who are responsible for ensuring
they have the necessary permits to provide Internet access. If you use the Split Tunnelling feature (Internet
Breakoutor iLAN) sothatyoumay yourself provide Internet access, then you will complywith Applicable Laws
and regulations regarding the provision of Internet access to Users; and

not misusethe Service as provided by BT to contravene or circumvent local laws and regulations. BT may treat
any such contravention as a material breach of the Contract and as such BT may:

(@)  suspendtheServiceand mayrefuseto restore Service until BT receives anacceptable assurance from
you that there will be no further contravention or circumvention; or
(b)  terminate the Service upon written Notice subject to the General Terms of the Contract.

prepareand maintain the Site for theinstallation of BT Equipment and Purchased Equipmentand supply of the
Service, including, without limitation:

(@)  provideasuitable and safe operational environment forany BT Equipment and/or Purchased Equipment
including all necessary trunking, conduits, cable trays, and telecommunications connection points in
accordance with BT’s reasonableinstructions and inaccordance with applicableinstallationstandards;

(b)  take up or remove any fitted or fixed floor coverings, ceilingtiles and partition covers and/or provide
any openings in buildings required to connect BT Equipment and/or Purchased Equipment to
appropriate telecommunications facilities intime to allow BT to undertake anynecessary installation or
maintenance Services;

(c)  carryoutanyworkthatmay berequired after installation to make good any cosmetic damage caused
during theinstallation or maintenance Services;

(d)  provideasecure, continuous power supply atthe Site for the operationand maintenance of the Service
and BT Equipment and/or Purchased Equipment at such points and with such connections as BT
specifies. In order to mitigate any Service interruption resulting from failure in the principal power
supply, you will provide back-up power with s ufficient capacity to conform to the standby requirements
of the applicable British or other applicable, local standards; and

(e) provideinternal cabling between the BT Equipment and any Customer Equipment, as appropriate.

until ownership in any Purchased Equipment transfers to you in accordance with Paragraph 17.3:
(a)  keep the Purchased Equipment safe and without risk to health;
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(b)  onlyusethePurchased Equipment, or allowitto be used,in accordance with any instructions BT may
give and for the purpose for which itis designed;

(c)  notmove the Purchased Equipment or any part of it from the Site;

(d)  not make any alterations or attachments to the Purchased Equipment without BT’s prior written
consent. If BT gives BT’s consent, any alterations or attachments will become part of the Purchased
Equipment;

(e) not sell, charge, assign, transfer or dispose of or part with possession of the Purchased Equipment or
any part of it;

(f) not allow any lien, encumbrance or security interest over the Purchased Equipment, nor pledge the
credit of BT for the repair of the Purchased Equipment or otherwise;

(g0  notclaimtobeowner of the Purchased Equipmentand ensure thatthe owner of the Site will not claim
ownership of the Purchased Equipment, even if the Purchased Equipment is fixed to the Site;

(h)  obtainappropriateinsurance against any damage to or theft or loss of the Purchased Equipment;

(i) indemnify BT againstall claims and proceedings arising from your use of the Purchased Equipment or if
the Purchased Equipmentis damaged, stolen or lost. You will keep BT informed of anything which may
affect BT’s rights, or involve BT in any proceedings, loss or liability;

] ensure that the Purchased Equipment appears in BT's name in your accounting books; and

(k) if thereis a threatened seizure of the Purchased Equipment, or anything listed in Clause 18.3 of the
General Terms applies to you, immediately notify BT and BT maytake action to repossess the Purchased
Equipment. You will also notify interested third parties that BT owns the Purchased Equipment.

(1) for the DSLand or Ethernet Services ordered by the Customerthrough the IP Connect Self Service Portal
the Customer shall ensure that the data provided for ordering the Services is accurate. BT will not be
held responsible for any delay caused by the incorrectness of the data or for the Charges due to the
cancellation of an incorrect Order.

9.2  Acceptance Tests

9.2.1

922

923

After receivingnotice from BT under Paragraph 8.3.5, youwill promptly carry out the Acceptance Tests for the
Service. The Service will be deemed to have been accepted if you have not:

(a)  carried out the Acceptance Tests and confirmed acceptance in writing; or
(b)  notified BT in writing that the Service has not passed the Acceptance Tests,
on the date that BT completes BT's tests as set out in Paragraph 8.1.7{ii).

Subject to Paragraph 9.2.3, the Service Start Date will be the earlier of the following:

(a)  thedatethat you confirm acceptance of the Service in writing under Paragraph 9.2.1(a); or
(b)  thedatethat BT completes BT’s tests as set outin Paragraph 8.1.7(ii).

In the event that the Acceptance Tests are not passed, BT will remedy the non-conformance without undue
delay andnotify youthat BT has remedied the non-conformance, and inform you of the Service Start Date.

9.3 Inaddition, for the Cloud Firewall feature, you will:

9.3.1

9.3.2

933

9.3.4
92.3.5

be entitled to request login/password combinations for access to BT’s security portal, for use by you or your
agents. You may assign one login combination to BT’s personnel. You are responsible for your agents’ use of
these login/ password combinations;

submitthe CSP before the Customer Committed Date (“CCD”). BT will respond witha Security Policy Document,
which you will authorise atleast five Business Days before the CCD. CSPs canbe complex to define, therefore
BT’s consultancy is available to help capture your requirements. BT will capture the necessary information in
consultationwiththe Customer Contact, and will produce the necessary CSP. However, BT willnot be liable for
any consequences arising from your miss-specification of your security requirements in the CSP, or from
unforeseen consequences of a correctly specified and correctly implemented CSP;

ensurethatyour network and all applications on your side of the Service Management Boundary will conform
to all relevant Internet Protocol standards;

notusea DomainNamethatinfringes therights of any personin a corresponding trade mark or name; and

not use|P Addresses thatyou do not own or thatareincorrectly specified. You areresponsible for the use of
these IP Addresses.

9.4 Inaddition, for the Fast Turn-up Service, you will:

9.4.1

provide BT with a correctly completed baseline configuration form;
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92.4.2
9.43
9.4.4
92.4.5
9.4.6
9.4.7

9.4.8

249

92.4.10
92.4.11

92.4.12

92.4.13

92.4.14

2.4.15

9.4.16

9.4.17

provide all Service items (e.g. internal cabling) from the Gateway Device;

ensure that you have an existing Service in place;

not resell or attempt to resell the Fast Turn-up Service (or any part or facility of it) to anyone else;
only use the SIMs in the Gateway Device and will only use the Gateway Device with the SIMs;
obtain and keep in force any licence necessary for you to use the Fast Turn-up Service;

not sell or otherwise transfer any IP Address(es) allocated by BT and will immediately cease usingsuch IP
Address(es) on the termination or expiration of this Contract or Schedule.

take all necessary steps to ensure that User Security Details are kept confidential, secure and not made
available to unauthorised persons;

inform BT immediately if it believes that any User Security Details are, or are likely to be, used in an
unauthorised way;

not change, or attempt to change, a user-name without BT’s prior agreement;

until, and unless, ownership passes, not sell, lease, charge, assign by way of security or otherwise deal in or
encumber in any way with any SIM Card or Gateway Device;

not connect, continue connectionor knowinglyallow anythird party to connect or continue the connection of
any GPRS Gateway to the BT Network;

comply with such security or other provisions inrelation to international Roaming that BT provides to you from
time to time;

notify BTimmediately in the eventthatany SIM Card or Gateway Deviceis lost or stolen or if the Fast Turn-up
Service has or may be misused, used fraudulently or otherwise used unlawfully;

obtain andkeep in force any licence necessary foryou to use the Fast Turn-up Service and/or Gateway Devices
in any country in which itis provided;

nottamper with the Gateway Devices so as to invalidate any guaranteeand willbeliableto pay BT’s standard
Charges for repairs outside of the guarantee;

indemnify BT against any Claims or |egal proceedings which are brought or threatened against BT by a third
party because the Fast Turn-up Service is used in breach of this Paragraph 9.4. BT will notify you of any such

Claims or proceedings and keep you informed as to the progress of such Claims or proceedings and have due
regard to your representations;

9.5  Service Operation
On and from the Service Start Date, you will:

92.5.1
9.5.2

92.5.3
9.5.4

9.5.5

92.5.6
9.5.7

ensure that Users report Incidents to the Customer Contact and not to the Service Desk;

ensure that the Customer Contact will take Incident reports from Users and pass these to the Service Desk
using the reporting procedures agreed between both of us, and will be available for all subsequent Incident
management communications;

monitor and maintain any Customer Equipment connected to the Service or usedin connection with a Service;

ensurethatany Customer Equipment thatis connected to the Service or thatyou use, directlyor indirectly, in

relation to the Service is:

(a)  connected;

(b)  usingthe applicable BT Network termination point, unless you have BT’s permission to connect by
another means and used in accordance with any instructions, standards and safety and security
procedures applicable to the use of that Customer Equipment; and

(c) adequately protected against viruses and other beaches of security;

(d)  technicallycompatible withthe Service and will not harm or damage BT Equipment, the BT Network, or
any of BT’s supplier’s or subcontractor’s network or equipment; and

(e) approved and used in accordance with relevantinstructions and Applicable Law;

immediately disconnect any Customer Equipment, or advise BT to do so at your expense, if Customer

Equipment does not meet any relevantinstructions, standards or Applicable Law;

connect equipment to the Service only by using the NTE at the Sites or to the LAN Port of the CPE;

where applicable, distribute, manage and maintain access profiles, passwords and other systems
administration information relating to the control of Users’ access to the Service;
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92.5.8

92.5.9

92.5.10

9.5.11

9.5.12
92.5.13

9.5.14

92.5.15

in order to ensurethe security of personal or confidential data sent overthe network, putin place appropriate
security measures to ensure such data is fully protected.

where applicable, maintaina list of current Users andimmediately terminate access forany person who ceases
to be an authorised User;

where applicable, ensure the security and proper use of all valid User access profiles, passwords and other
systems administration information used in connection with the Service and:

(@)  inform BT immediatelyifa user ID or password has, or is likely to, become known to an unauthorised
person, or is being or may be used in an unauthorised way;

(b) takeall reasonable steps to prevent unauthorised access to the Service; and

(c)  satisfy BT's security checks if a password is lost or forgotten.

if BTrequests you to doso in order to ensure the security orintegrity of the Service, change any or all passwords
and/or other systems administration information used in connection with the Service;

comply with the provisions of any Software licences provided with or as part of the Service; and
in relation to the Cloud Firewall feature:

(a) if changes to the Cloud Firewall feature configuration rules (and therefore in the CSP) are required,
requestadditions, deletions, or modifications as necessary, using the process as defined by BT. Changes
may berequired inresponseto your changes;e.g.if new IP Address ranges are added to the Customer
Network, if new applications are to be enabled, or if User access profiles are amended;

(b)  specify,inaccordance with Paragraph9.5.13(a), the changes to beimplemented by BT. In no event will
BT beliableforany consequences arising from miss-specification of requirements by you, or unforeseen
consequences of correctly-specified and correctly-implemented change requests; and

(c) agreethatBTwill apply “reasonable use” restrictions forin-life changes to the CSP. The threshold level
for such restrictions is defined as you raising change requests more frequently than once a week, over
a rolling period of three months, per physical instance of the Cloud Firewall feature. In such cases, BT
may either:

(i) aggregate your requests over a period of time, so that BT can implement such requests more
efficiently. Inthese circumstances, you agree that there maybe some implementation delays and
no targets will apply to the implementation of such changes; or

(i) review your requirements, and mutually agree an appropriate alternative implementation
process and any associated Charges;

in relation to the Fast Turn-up Service:

(a)  notusethe Fast Turn-up Service to make or receive PSTN calls;

(b)  notmakechanges to the configuration of the Fast Turn-up Service without BT’s prior written agreement.
BT will charge you for any costs incurred by BT for such changes;

(c)  providetrained staff to support your use of the Fast Turn-up Service; and

(d)  onlyreportincidents relating to the Fast Turn-up Service by telephoning the Fast Turn-up Service Desk.
When reportingan Incidentyou will provide BT with a contact name and telephone number which BT
will use to advise you on the progress being made to resolve the Incident.

In relation to the Bandwidth on Demand feature:

(a)  manage changes to bandwidth speeds at your Sites;

(b)  provide BT with alist of Authorised Users and their roles whenthe featureis being enabled and maintain
such a list;

(c) communicate dates and times of Bandwidth on Demand Orders within your organisation.

9.6  The End of the Service

9.6.1

On termination of the Service by either one of us, or expiry you will:

(a)  provide BT with all reasonable assistance necessary to remove BT Equipment from the Sites;

(b)  disconnect any Customer Equipment from BT Equipment located at the Sites;

(c)  not dispose of or use BT Equipment other than in accordance with BT's written instructions or
authorisation;

(d)  arrange for any BT Equipment located at the Sites to be returned to BT; and

(e) be liable for any reasonable costs of recovery that BT incurs in recovering the BT Equipment.
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9.7

10

10.1
10.2
10.3
10.4
10.5

10.6

10.7

10.8

1
11.1

1.2

(f) provide BT with a date on which termination of the Service (or each part of the Service, including to
each Site) is requested to take place (“Customer Required by Date”);

(9) record the date (for each partof the Service, including to each Site) that BT advisesis the BT Adjusted
Customer Required by Date; and

9.6.2  Ontermination of the Service by either one of us, or expiry you will:

(a)  provide BT with the information that will enable BT to create a termination order for the Service-eg.
specific Service identity, current site contact details (name, phone & email);

(b)  notify BTin writing of any health andsafety rules and regulations and security requirements that apply
at a Site;

(c) provide BT, BT's employees, agents, consultants and subcontractors, with access to your premises,
offices andother facilities and utilities asisreasonably required by BT to terminate the Service; and

(d)  notify BT in writing at least 10 Business Days before the BT Adjusted Customer Required by Date if a
postponement of date is required.

Additional Termination Provisions

9.7.1 BT will terminate the Fast Turn-up Service automatically when a permanent Access Line is connected to the
Site to enable the Site to connect to the BT Network.

9.7.2  The Fast Turn-up Service may be terminated or cancelled by either of us on 25 Business Days’ Notice to the
other. Such terminationor cancellation may be subject to your payment of Termination Charges if the Service
is cancelled during the Fast Turn-up Service Minimum Period, as set outin Paragraph 12.

Notification of Incidents
Where you become aware of an Incident:
the Customer Contact will reportitto BT's Service Desk;
BT will give you a unique reference number for the Incident (“Ticket”);
BT will inform you when BT believes the Incidentis cleared, and will close the Ticket when:
you confirm that the Incidentis cleared within 24 hours of being informed; or

BT has attempted unsuccessfully to contactyou, in the way agreed between both of us, in relation to the Incidentand
you have not responded within 24 hours of BT’s attempt to contact you.

If you confirm that the Incident is not cleared within 24 hours of being informed, the Ticket will remain open, and BT
will continue to endeavour to resolve the Incident and, where appropriate, BT will continue to measure Availability
Downtime, until the Ticketis closed as set outin Paragraph 10.3.

Wherethe Serviceis provided with BT Managed Routers, if BT becomes aware of an Incident, Paragraphs 10.2,10.3 and
10.4 will apply.

For CPA, you will confirmwithyour supplier thatthe CPAis working correctly before reporting Incidents to BT. BT will
not record Availability Downtime for reported Incidents until you have confirmed that the CPAis working.

Invoicing
BT willinvoiceyoufor the Charges forthe Serviceas setoutin Paragraph 11.2 intheamounts andcurrencyspecified in
any Orders.
Unless stated otherwisein an applicable Order, BT will invoice you for:
11.2.1 Installation Charges, on the Service Start Date;

11.2.2 Recurring Charges, except Usage Charges, monthly inadvance on thefirst day of the relevant month (for any
period where Serviceis provided for less than one month, the Recurring Charges will be calculated on a daily
basis);

11.2.3 Usage Charges, monthlyin arrears on the first day of the relevant month, calculated at the then current rates;

11.2.4 anyChargesforany Purchased Equipment from the Service Start Date, and those Charges which will apply from
the date of delivery of that Purchased Equipment;

11.2.5 De-installation Charges within 60 days of de-installation of the Service;

11.2.6 anyTermination Chargesincurred in accordance with Paragraph 12 upon termination of the relevant Service;
and

11.2.7 any reconfiguration Charges incurred in accordance with Paragraph 11.5.
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11.6

11.7

11.8

11.9

11.10

11.11

11.12

In the case of a Resilient Service, you agree that charging will commence on the delivery and installation of the first
delivered Circuit.

BT may invoice you for any of the following Charges in addition to those set out in the Order:

11.4.1  Charges for investigating Incidents that you report to BT where BT finds no Incident or that the Incident is
outside the Service Management Boundary;

11.42 Charges for commissioning the Service as set outin Paragraph 8.3 outside of Business Hours;

11.4.3 Charges for restoring Service if the Service has been suspended in accordance with Clause 10.1.2 of the General
Terms;

11.4.4 Charges for cancelling the Service in accordance with Clause 16 of the General Terms;

11.4.5 Charges forexpeditingprovisionof the Serviceatyour request after you have been informed of the Customer
Committed Date; and

11.4.6 anyother Chargessetoutinanyapplicable Orderor the BT PriceListor as otherwise agreed between both of
us.

Reconfiguration Charges

11.5.1 Portupgrades - If you upgradeto a new Port, witha speed thatis greater than the old Port speed, there will be
no De-installation Charges for the old Port. A new Port installation Charge will apply as set out in the Order.
You will also pay any Charges that BT pays the Access Line supplier forany changes to the Access Line. You will
not makeany decreases to Port speed forthe affected Service for 20 Business Days foll owing an upgrade.

11.5.2 CoS changes, including Multiple VPN CoS changes will have a reconfiguration Charge. You will not make
decreases to the affected CoS for 20 Business Days following a change.

11.5.3 Changes to Access Line speed or location will incur Installation Charges for the new Access Line and De-
installation Charges for the old Access Line.

11.5.4 Changes to Managed Routers or Unmanaged BT Routers will incur Installation Charges for new hardware or
changein location and De-installation Charges for replaced or re-located hardware.

11.5.5 DSLupgrade or downgrade will incur a one-time Charge.

11.5.6  You may request up to two tests of a Resilient Access type during any 12 months. BT will charge you for any
additional tests.

For the Fast Turn-up Service, BT will invoice you as set outin the Order, and the Charges will comprise of:
11.6.1 a one-off configuration Charge to enable the Fast Turn-up Service on your IP Connect Global VPN;
11.6.2 a one-off deployment andconfiguration Charge per Gateway Device, which includes an ancillary antenna;
11.6.3 Recurring Charges per Gateway Device per month; and

11.6.4 excess Usage Charges per Mobile service managed Gateway Device per month.

BT provides SIM Cards forthe Fast Turn-up Service to you on a free of Charge basis, andthey will be shipped active and
billable in the Gateway Device. BT will charge you for replacement SIM Cards due to | oss, theft or damage caused by
you at the current rate as notified to you.

Charges for the Fast Turn-up Service are rounded up to the nearest whole unit within the applicable currency.
Charges for the Fast Turn-up Service per extra 1 MB are calculated on a pro rata basis in units of 1 KB.

I1f BT works ata Sitein response to anIncident reported by BT and rectification of this Incident requires BT to take s pecial
public space health and safety measures, and/or specialistaerial access equipment to be used, BT may chargeyou an
additional ‘per occasion’ repair Charge. BT will agree the Charges with you prior to any commencement of the work.

You areresponsible for and will pay the Charges for the Fast Turn-up Service whether the Fast Turn-up Serviceis used
by you or a third party.

BT may revise the Fast Turn-up Service Charges on 20 Business Days’ notice to you or such other period stated in the
Order.

12 Charges at the End of the Contract

12.1

If you exercise yourright under Clause 17 of the General Terms to terminate the Contract or any Service for convenience,
you will pay BT:

12.1.1  all outstanding Charges for Service rendered;
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12.2

12.3

12.1.2 De-installation Charges;

12.1.3 anyremaining Charges outstanding with regard to BT Equipment or Purchased Equipment;
12.1.4 all incremental charges incurred by BT from a supplier due to the early termination;

12.1.5 any other Charges set outin the Order; and

inaddition tothe Charges setoutatParagraph 12.1 above, if you terminate during the Minimum Period of Service or
any Renewal Period, you will pay BT:

12.2.1  forany parts of the Service that were terminated during the first 12 months of the Minimum Period of Service:
(a)  TerminationCharges, as compensationequal to 100 per cent of the Recurring Charges for any remaining
months of the first 12 months of the Minimum Period of Service;
(b)  20% of the RecurringCharges for the remaining months, other than the first 12 months of the Minimum
Period of Service; and
(c) anywaived Installation Charges.
HVPN Charges
12.3.1  Unless stated otherwise in the Contract, HVPN Charges will remain valid for the Minimum Period of Service
excepttothe extent thatHVPNis dependent on a third party’s products or services, inwhichcase Charges are
subject to change without notification.
12.3.2  Anew Minimum Period of Service willapply for upgrades. In addition to Installation Charges for upgrades, De-
installation Charges may apply for upgrades requiring changes in equipment, or Access Line supplier.

12.3.3 For BT Provided Access, BT will charge you anexcess download Chargeif your use of the Service exceeds BT's
suppliers’ download limits. BT will apply this Charge every two months, in arrears.

13 Service Amendment

13.1

13.2

13.3

13.4

14
14.1

15
15.1

15.2

15.3

15.4

15.5

You may request, by giving BT Notice, a change to:
13.1.1 an Order for the Service (or part of an Order) at any time before the applicable Service Start Date; or
13.1.2  theService at any time after the Service Start Date.

If you exercise your right under Paragraph 13.1, and except where a change results from BT’s failure to comply with BT's
obligations under the Contract, BT will, within a reasonable time, provide you with a written estimate, including:

13.2.1 thelikely time required to deliver the changed Service; and
13.2.2 any changes to the Charges due to the changed Service.

BT has no obligation to proceed with any changethatyou request under Paragraph 13.1, unless and until BT has both
agreed in writing on the necessary changes to the Charges, implementation timetable andanyother relevant terms of
the Contract to take account of the change.

If we changea Service priorto the Service Start Date because you have given BT incomplete or inaccurate information,
BT may, in BT’s reasonable discretion, apply additional reasonable one-time and/or Recurring Charges.

IP Addresses and Domain Names

Exceptfor IP Addresses expressly registeredinyourname, all IP Addresses and Domain Names made available with the
Servicewill atalltimes remain BT’s property or the property of BT’s suppliers and will be non-transferable. All of your
rights to use such IP Addresses and/or Domain Names will cease on termination or expiration of the Service.

BT Equipment
BT EquipmentwillremainBT’s property atall times and riskin BT Equipment will pass to you upon delivery, whether or
not the BT Equipment has been installed.

You will not use BT Equipment other than in accordance with BT’s written instructions or authorisation and will not
move, add to, reconfigure, modify or otherwise interfere with BT Equipment, nor permitany other person (other than
a person authorised by BT) to do so.

You will beliableto BT for any loss of or damage to BT Equipment, except where the loss or damageis a result of fair
wear and tear or caused by BT.

You will not move or relocate any BT Equipment without BT’s prior written consent and you will pay BT’s costs and
expenses reasonably incurred as a result of such move or relocation.

Ownership in any Gateway Device or in any SIM Card supplied without Charge remains with BT.
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15.6

If BT supplies you with a SIM:

15.6.1 BT may bar certain numbers fromthe Fast Turn-up Service on a temporaryor permanentbasis wherein BT’s
reasonable opinionitis necessary to do so;

15.6.2 BT maycancelanySIMifithasnotbeen used by you for six consecutive months. BT will Notify you after five
consecutive months of non-use of BT’s intention to cancel the SIM. If BT cancels a SIM andthatSIM is subject
to a Fast Turn-up Service Minimum Period, you will pay BT the relevant Termination Charges.

15.6.3 youacknowledgeandacceptthatwherea BT mobile connection is beingprovided faults mayoccurfromtime
to time and the Service may be impaired by various factors which include (not an exhaustive list):
(a)  local geography and topography;
(b)  weather and/or atmospheric conditions;
(c)  degradation, congestion or maintenance requirements of the BT Network including but not limited to
re-positioning and/or decommissioning of base stations;
(d)  other physical or electromagnetic obstructions or interference;
(e)  faults in other telecommunications networks to which the BT Network is connected;
(f) the compatibility of the Customer Equipment used; and
(g)  any other conditions or circumstances beyond BT’s control.

16 WEEE Directive

16.1

16.2

16.3
16.4

16.5

17
17.1

17.2

17.3

You will be responsible under Article 13 of the Waste Electrical and Electronic Equipment Directive 2012 ( “WEEE
Directive”) for the costs of collection, treatment, recovery, recycling and environmentally sound disposal of any
equipment supplied under the Contract that has become waste electrical and electronic equipment ( “WEEE”).

Each of us acknowledge that for the purposes of Article 13 this Paragraph 16 is an agreement stipulating other financing
arrangements for the collection, treatment, recovery, recycling and environmentally sound disposal of WEEE.

You will be responsible for any information recording or reporting obligations imposed by the WEEE Directive.
You willindemnify BT against any claims or legal proceedings thatare brought or threatened against BT by a third party

which would nothave been caused or made had youfulfilled your express or implied obligations under this Paragraph
16 or in connection with the WEEE Directive.

BT will notify you of any such claims or proceedings and keep you informed as to the progress of such claims or
proceedings.

Purchased Equipment

Consumer Regulations

Where you place an Order acting for purposes which are related to your frade, business or profession, it willbe
deemed a business to business transaction to which the Consumer Contracts (Information, Cancellation and
Additional Charges) Regulations 2013 do not apply.

Sale of Goods

The UN Conv ention on Contracts for the Infernational Sale of Goods will not apply to the Contract.

Transfer of Risk and Ownership
17.3.1  Where any Purchased Equipment is delivered to a Site that is located within the Territory:

(a)  if BT delivers or installs the Purchased Equipment, risk will pass to you on delivery of the Purchased
Equipment, but you will not be liable for any loss or damage thatis caused by BT’s negligence;

(b)  ifBTdoes notdeliver orinstall the Purchased Equipment, risk will pass to youwhen you take possession
of the Purchased Equipment; and

(c)  ownershipinthePurchased Equipmentwillpassto you when you have paidforitin full. For deliveries
in the United Kingdom, title in Gateway Devices will passto you on paymentin full. For deliveries outside
the United Kingdom, title in Gateway Devices will pass to you on despatchfrom the finalshipping point
in the United Kingdom.

17.3.2  Where the Purchased Equipment is delivered to a Site thatis not located within the Territory:

(a)  ownership in the Purchased Equipment will pass to you upon dispatch; and

(b)  risk in the Purchased Equipment (except for the Intellectual Property Rights) will pass to you in
accordance with Incoterms® 2010 DAP, but you will notbeliablefor anyloss or damagethatis caused
by BT’s negligence.
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17.4 Acceptance

17.4.1  Where the Purchased Equipment is delivered to a Site thatis located within the Territory, the Purchased
Equipment will be deemed to have been accepted:

(a)  ifBTdoes notinstall the Purchased Equipment, when you take delivery or possession of the Purchased
Equipment; and
(b) if BTinstalls the Purchased Equipment, the earlier of:
(i) the Service Start Date in accordance with Paragraph 9.2.2 and
(i) if you notify BT in writing that the Purchased Equipment has not passed the Acceptance Tests
and thatis due to minor Incidents that do not affect the Purchased Equipment’s performance,
the date of that notice.
17.42 Where the Purchased Equipment is delivered to a Site that is not located within the Territory, acceptance of
the Purchased Equipment will take place onsignature for the deliveryatthe port ofentry, or at the final delivery
address(es) that BT has agreed with you if BT is shipping the Purchased Equipment.

17.4.3 Except where you have relied on BT’s written advice, itis your responsibility to satisfy yourselfas to the
suitability of Purchased Equipment for your needs.

17.5 Security

17.5.1 Youareresponsible forthe proper use of anyuser names, personalidentification numbers and passwords used
with the Purchased Equipment, andyou will take all necessary steps to ensurethatthey’re kept confidential,
secure and not made available to unauthorised persons.

17.5.2 BT does not guarantee the security of the Purchased Equipment against unauthorised or unlawful access or
use.
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Part C - Service Levels

18 On Time Delivery

18.1  On Time Delivery Service Level
BT will deliver the Service on or before the Customer Committed Date (the “On Time Delivery Service Level”).

18.2 On Time Delivery Service Credits

18.2.1

18.2.2

18.2.3

18.2.4

If BT does not meet the On Time Delivery Service Level, you may claim On Time Delivery Service Credits for
each day after the Customer Committed Date until the Service is delivered at the Site, as set out i n this
Paragraph 18.2.

You may claim On Time DeliveryService Credits by reporting anyfailure to meet the On Time Delivery Service
Level to the Service Desk in accordance with Paragraph 10.

On Time DeliveryService Credits are available up to a maximumamount equal to 100 per cent of the monthly
Recurring Charge for the affected Site or Circuit.

If both of us have agreed a revised Customer Committed Datein writing, or if BT exercises BT's right to revise
the Customer Committed Dateas setoutin Paragraph 18.3.1, the calculationof any On Time Delivery Service
Credits will be made by reference to the revised Customer Committed Date.

18.3 Exceptions

18.3.1

18.3.2

18.3.3

18.3.4

18.3.5

18.3.6

If you requesta changeto theService or any partof the Service, including, without limitation, any Purchased
Equipment or any IP Address location, then BT may change the Customer Committed Date to accommodate
that change.

The On-Time Delivery Service Level does not apply to upgrades and/or changes to the Services, unless these
require the installation of new components and have an agreed delivery date, in which case the Customer
Committed Date will be that agreed delivery date.

BT may expedite delivery of the Service for operational reasons or inresponse to a request fromyou, but this
will not revise the Customer Committed Date.

The On Time Delivery Service Level will not apply to the Fast Turn-up Service, or to traffic sent to/from any
Site(s) using the Fast Turn-up Service to connect to the Customer’s Network and instead the provisions of
Paragraph 18.3.5 will apply.

For Basic DSL, as described inParagraph 2.1.5, BT will use reasonable endeavours in delivery of the Service and

will not offer any Service Credits for anydelays as set outin Paragraph 18.2 of this Schedule. Itis not possible
for BT to escalate delivery times with any of BT’s suppliers.

For the Fast Turn-up Service:

(a) BT will use reasonable endeavours to deliver the Gateway Device for the Fast Turn-up Service to a
mainland location in Europe within five Business Days of clean Order acceptance;

(b) BT will use reasonable endeavours to reconfigure your existing Service on the BT Network within 10
Business Days of clean Order acceptance;

(c) BT will usereasonable endeavours to provide the Fast Turn-up Service by the date agreed with you, but
all dates are estimates and BT has no liability for any failure to meet any date.

19 Service Availability

19.1  Availability Service Level

19.1.1

19.1.2

Fromthe Service Start Date, BT will provide the Service with a target availability corresponding to the applicable
SLA Category for the Service as set outin thetable in Paragraph 19.2.1 (the “Availability Service Level”).

You may request Availability Service Credits for Qualifying Incidents at either:

(a)  theStandard Availability Service Credit Rate, as set outin Paragraph 19.3.4; or
(b) as applicable, the Elevated Availability Service Credit Rate, as set outin Paragraph 19.3.5.

19.2 SLA Categories

19.2.1

The following table sets out the Availability Annual Targets, the Maximum Annual Availability Downtime, the
Maximum Monthly Availability Downtime, the Standard Availability Service Credit Rate, the Elevated
Availability Service Credit Rate and the Service Credit Interval for each SLA Category:
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Maximum Maximum Standard Elevated
SLA Availability Annual Monthly Availability Availability Service Credit
Category Annual Target Availability Availability Service Credit  Service Credit Interval
Downtime Downtime Rate Rate
Caf A++ 299.999% 5 minutes 0 minufes 4% 3% 5'min
Cat A+ 299.99% Thour 0 minufes 4% 8% TS5 min
Cat A1 299.97% 3 hours 0 minutes 4% 8% 1 hour
Cat A 299.95% 4 hours 0 minutes 4% 8% 1 hour
CatB 299.90% 8 hours 1 hour 4% 8% 1 hour
CatC >99.85% 13 hours 3 hours 4% 4% 1 hour
CatD >299.80% 17 hours 5 hours 4% 4% 1 hour
CatE 299.70% 26 hours /7 hours 4% 4% 1 hour
CatF =299.50% 43 hours 9 hours 4% 4% T hour
Cat G >99.00% 3/ hours I'T hours 47 4% 1 hour
CatH >98.00% 175 hours 13 hours 4% 4% 1 hour
Catl >97.00% 262 hours 15 hours 4% 4% 1 hour
19.3  Availability Service Credits
19.3.1 If a Qualifying Incident occurs, BT will measure and record the Availability Downtime for the Site or Circuit
starting fromwhen you reportor, if theServiceis provided with BT Managed Routers, BT will give you notice
of a Qualifying Incident, and ending when BT closes the Incident in accordance with Paragraph 10.3.
19.3.2 BT will measurethe Availability Downtimein units of full minutes in respect of the Local Contracted Business
Hours for Access Line Incidents, and in the Contracted Maintenance Hours for BT Equipment Incidents.
19.3.3 BT will then calculate the cumulative Availability Downtime for the calendar months in which the Qualifying
Incident occurred (the “Cumulative Monthly Availability Downtime”) and for the previous 12 consecutive
calendar months (the “Cumulative Annual Availability Downtime”), but in the event that the Site or Circuit
has been installedforless than 12 consecutive months, BT willapplyanassumed Cumulative Annual Availability
Downtimefor the previous 12 consecutive months using the Availability Downtime data recorded to date.
19.3.4 In the event that the Cumulative Monthly Availability Downtime by Service exceeds the Maximum Monthly
Availability Downtime, you may request Availability Service Credits at the Standard Availability Service Credit
Rate for each stated Service Credit Interval above the Maximum Monthly Availability Downtime.
19.3.5 In the event thatthe Cumulative Annual Availability Downtime by Service, measured in accordance with
Paragraph 19.3.1 above, exceeds the Maximum Annual Availability Downtime, you may request Availability
Service Credits for all further Qualifying Incidents at the Elevated Availability Service Credit Rate for each
started Service Credit Interval above the Maximum Annual Availability Downtime up to and until the
Cumulative Annual Availability Downtime by Service is | ess thanthe Maximum Annual Availability Downtime.
19.3.6  Availability Service Credits are available up to a maximum amount equal to 100 per cent of the monthly

Recurring Charges.

19.4 Exceptions

19.4.1

For the Fast Turn-up Service:

(a) BT will use reasonable endeavours to respond to Incidents notified to BT within five hours after each
Incident has been logged by BT. BT does not guarantee or accept any liability for failure to meet the
targetresponse/repairtimesetoutin this Paragraph 19.4.1(a). If the Incidentis not cleared during this
period BT will advise you of the progress being made to resolve the Incident;

(b)  Gateway Devices include a 12 month manufacturer’s warranty from the date of delivery to you;

(c) ifyoureportanincidentduringthefirst36 months fromthe date of delivery of the Gateway Device (or
any other period confirmed in writing by BT) and the Incident is due to faulty design, manufacture,
materials or BT’s negligence, BT will repair or (at the manufacturer’s option) replace the Gateway Device
if it has been properly kept, maintained and used in accordance with the manufacturer's and BTs
instructions and has not been modified except with BT’s written consent. Incidents due to damage, fair
wear and tear or the actions of anyone other than BT are not covered by this warranty;

(d) BT may ask you to send the faulty Gateway Device to a UK specified address at your cost;

(e) repairs under the warranty may take up to 25 Business Days. BT will return repaired Gateway Devices
to you at BT’s cost;

(f) where any repairs to the Gateway Devicearerequired thatarenot covered by the warranty or where
the warranty has expired, BT will provide you with a written quotation forthe repairs required and will
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requirea purchase order priorto proceeding with therepair. In all cases you will beliable for shipping
costs where the Gateway Device is to be returned by BT to you;

(g)  prior to returning a Gateway Device to BT for repair, you will first seek a Return Merchandise
Authorisation (“RMA”) from BT. BT may disregard all equipment sent back without the correct RMA
paperwork; and

(h) BT may impose a Charge where no fault is found. Where no fault is found you will be responsible for
paying all shipping costs.

19.5 Network Performance

19.5.1

19.5.2

19.5.3

19.5.4

19.5.5

19.5.6

19.5.7

19.5.8

19.5.9

Inaddition to the Service Levels setoutin Part C of this Schedule, network performance Service Levels apply
to traffic sentatthesubscribed rate, marked In-Contractand only to the Sites accessing the Service from the
identified cities in which BT has PoP locations. Not all CoS are available from all locations.

The standard network performance Service Level measures performance on the BT Network and does not
include your access to the BT Network.

Targets for the network performance Service Levels are published on and reported against on the GS Portal,
and may be updated by BT from time to time.

If you order Site to Site performance reports, then BT may agree to set s pecific Site to Site targets, for RTD and
Jitter, whichis dependent on your network configuration. For the avoidance of doubt, if BT agrees to setSite
to Site targets for you, other network performance Service Level targets as set out in Paragraphs 19.5.2 and
19.5.3 of this Schedule will not apply.

BT will also provide network performance levels for BT’s supplier’s in-country networks for BT Reach-In NNI
services.

Round Trip Delay (“RTD”) (all Classes of Service)

(a) BT will sendtwo test packets of 100 bytes for DE Class, 10 test packets of 100 bytes for AF Class or 10
test packets of 80 bytes for EF Class every minute, 24 hours a day between designated BT Network PE
Routers,and measurethetime ittakes a test packetto returntoits origin. RoundTrip Delay statistics
are calculated as the average of all test packets sent and received in one month.

(b)  Forvalid claims, BT will give you a Service Credit of 2 per cent of the Monthly Site Charges ifBT fails to
meet the average RTD targetfor any CoSin any month. BT will give you a Service Credit of 4 per cent of
the Monthly Site Charges if the target is missed by more than 20 per cent.

Packet Delivery (all Classes of Service)

(a) BT will send 10 test packets of 100 bytes for AF Class or DE Class or 10 test packets of 80 bytes for EF
Class, every minute, 24 hours a day between designated BT Network PE Routers. Packet Delivery
statistics are calculated as the average of all test packets sent and received in one month.

(b)  Forvalid claims, BT will give you a Service Credit of 2 per cent of the Monthly Site Charges ifBT fails to
meet the average Packet Delivery target for any CoS in any month.

Jitter (EF Class only)

(a) BT will send 10 test 80 byte packets with 20 ms spacing, every minute, 24 hours a day between
designated BT Network PE Routers. Jitter statistics are calculated as the average of all test packets sent
and received in a month.

(b)  ForclaimsthatBTreasonablyconsidersto bevalid, BT will give you a Service Credit of 2 per cent of the
Monthly Site Charges if BT fails to meet the average Jitter targetinanymonth. BT will give youa Service
Credit of 4 per cent of the Monthly Site Charges if the targetis missed by more than 20 per cent

Site to Site Network Performance
BT Managed Routers are mandatory for Site to Site network performance.

The Site to Site Service Lev elmeasures performance between designated Managed Routers at the Sites.
Performance is measured using BT's customer reports platform and you will order Site to Site Reports for
each pathtobe measured, and pay the Charges for thereports as set out in BT's relev ant quote and/or
Order.

The following restrictions apply to Site to Site network performance Service Lev el

(@)  Portspeeds mustbeatT1/E1 and above;
(b)  Access Lines must be Leased Line;
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(c)  theServicelevel targetsfor a Sitewill nolongerapplyiftherearechangesin Portspeed or bandwidth
at that Site. Both of us will agree new targets for those Sites;

(d)  theService Levels will notapplyon anypathinany month where average Port utilisation exceeds 50 per
cent;

(e)  theServiceLevelson network performance only applies for In-Contract bandwidth (except DE Class- as
thatis not In-Contract or Out-of-Contract); and

(f) Sites where Site to Site Reportis ordered are excluded from the regional report so regional reports and
regional processes such as Service Credits for regional breaches are notapplicable.

19.5.10 BT Reach-in NNI

(a)  Service Levels for the supplier's network performance for RTD (all Classes of Service), Packet Delivery
(all Classes of Service) and Jitter (EF Class only) are measured by BT’s supplier on a core network basis
only. The supplier equipment used for measurements may or may not be equipment that the Site(s)
connectto. The mechanism for network performance measurements may vary from countryto country
depending on suppliers’ measurement procedures.

(b) BT will giveyou a Service Credit of 1 per cent of Monthly Site Charges per affected Site for valid claims
if in any month the supplier’s network does not meet:

(i) the RTD target;
(ii) the Packet Delivery target; or
(i) in the case of EF Class only, the Jitter target.

20 Resiliency Restoration

20.1 Resiliency Restoration Service Level

20.1.1  Where you have purchased a Resilient Service and experience loss of Service on any Resilient Component
(which does not amount to a Severity Level 1 Incident), BT aims to restore Service to the affected Resilient
Components within 24 hours of you reportingthe Incident, or in the case of a BT Managed Router, or BT
detecting the Incident (“Resiliency Restoration Service Level”), but the Resiliency Restoration Service Level will
not apply where there is a Qualifying Incident (in which case, the Availability Service Level will apply, in
accordance with Paragraph 19.3).

20.2 Resiliency Restoration Service Credits

20.2.1 If the affected Resilient Components are not restored within 24 hours, you may request a Service Credit

(“Resiliency Restoration Service Credit”) for each commenced hour in excess of the Resiliency Restoration
Service Level.

20.2.2 Resiliency Restoration Service Credits are equal to 1 per cent of the total monthly Recurring Charges for the
Resilient Service up to a maximum amount equal to 100 per cent of the monthly Recurring Charges.

21 Requests for Service Credits

21.1  You may request applicable Service Credits within 28 days of the end of the calendar month in which an Incident
occurred by providing detailsof the reason forthe Claimandanyfailure by you to submita requestin accordance with
this Paragraph 21.1 will constitute a waiver of any Claim for Service Credits in that calendar month.

21.2 Upon receipt of a valid request for Service Credits in accordance with Paragraph 21.1;

21.2.1  BTwill issue you with the applicable Service Credits by deducting those Service Credits from yourinvoice within
two billing cycles of the request being received; and

21.2.2 following expiry or termination of the Contract where no further invoices are due to be issued by BT, BT will
pay you the Service Credits in a reasonable period of time.

21.3  All Service Levels and Service Credits will be calculated inaccordance withinformationrecorded by, or on behalfof, BT.
21.4 The Service Levels under this Schedule will not apply:

21.4.1 in the event that Clause 8 of the General Terms applies;

21.42 duringany trial period of the Service;

21.4.3 tofailures dueto any Force Majeure Event;

21.4.4 ifyoucausea delay ordo not provide anyrequested informationinaccordance with any reasonable timescales
BT tells you about;

21.4.5 toany Incident not reported in accordance with Paragraph 10 above;
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21.4.6 if you have not complied with the Contract; or

21.5
21.6

21.7

21.4.7 where you have not confirmed that the CPA is working correctly.

Any failure by BT to meet the Service Levels is notin itself a material breach of the Contract.

BT will suspend measurement of network performance (asset out in Paragraph 19.5 of this Schedule) if thereis a:

21.6.1 Qualifying Incident affecting Availability; or

21.6.2 failureontheprimaryPortlink on aResilient Access Lineand the speed of the secondarylinkis lowerthanthe
Primary Port link.

The designated BT Network PE Routers used for the standard Service Level measurements may, or may not be, BT

Network PE Routers that the Sites connect to.
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Part D - Defined Terms

22 Defined Terms

In addition to the defined terms in the General Terms, capitalised terms in this Schedule will hav e the following
meanings (andin the case of conflict between these defined terms and the defined terms in the General Terms,
these defined terms will take precedence for the purposes of this Schedule):

“Acceptance Tests” means those objective tests conducted by you, which, when passed confirm that you
accept the Service and that the Service is ready for use save for any minor non-conformities, which will be
resolv ed as an Incident as set out Paragraph 8.7.1 and 8.7.2.

“Access Line” means a Circuit connecting a Site to the BT Network.

“Antenna” means an ancillary device that will be located at your Site, which will receive and fransmit the
satellite signal.

" Availability” means the period of time when the Service is functioning.

“Availability Downtime” means the period of time during which a Qualifying Incident exists as measured by BT
in accordance with Paragraph 19.3.1.

“Availability Service Credit” means the Service Credit calculated at the Standard Av ailability Service Credit
Rate or at the Elev ated Av ailability Service Credit Rate as applicable.

“Availability Service Level” has the meaning given in in Paragraph 19.1.1.

“Billing Start Time” means the time stamp marked against a Successful Flex Ev ent.

“Billing Stop Time"” means the stop time set out in the portal.

“Blocked Countries” means China, India, Russia and Columbia, howev er this list is subject to changes in laws
and regulations. For the av oidance of doubt, countries may be added orremov ed from this list.

“Block Up Converter” or "BUC” means the uplink transmission of safelite signals. BUC converts a band of
frequencies from a lower frequency to a higher frequency.

“BT City Fibre Network” or “BT CFN" means the BT owned fibre infrastructure that can be used as the underlying
infrastructure to deliver Ethemet access.

“Business Hours” means between the hours of 0800 and 1700 in a Business Day.

“Circuit” means anyline, conductor, or other conduit between two terminals by which information is transmitted,
and that is provided as part of the Service.

“Class of Service” or “CoS"” means a categorisation of differenfiated services across an MPLS network.

“Cloud Connect Direct” means the feature as set outin Paragraph 3.8.

“Cloud Connect to Data Centre” means the feature as set out in Paragraph 3.7.

“Cloud Firewall” means the feature asset out in Paragraph 3.9.

“Communities of Interest’ means individual groups in your network, the members of which are allowed to
communicate with each other.

“Content” means applications, data, information (including emails), video, graphics, sound, music,
photographs, software or any other material.

“Contention Ratio” means a service which offers (or attempts to offer) the Users of the network a minimum
statistically guaranteed contention ratio, while typically offering peaks of usage of up to the maximum
bandwidth supplied to the User.

“Confiracted Maintenance Hours” means the times during which BT will provide maintenance for BT Equipment,
which are Business Hours unless specified otherwise in the Order.

“Contracted Maintenance Hours” means the times during which BT will provide maintenance for BT Equipment,
which will be Business Hours unless specified otherwise in the Order.

“Cumulative Annual Availability Downtime” has the meaning given in Paragraph 19.3.3.

“Cumulative Monthly Availability Downtime” has the meaning given in Paragraph 19.3.3.

“Customer Committed Date” has the meaning given in Paragraph 8.1.4.

“Customer Contact” has the meaning given in Paragraph 9.1.1.

“Customer Defined IP Routing Policy” has the meaning given in Paragraph 3.6.4.

“Customer Equipment” means any equipment including any Purchased Equipment and any software, other
than BT Equipment, used by you in connection with a Service.

“Customer Network” means your priv ate telecommunications network comprising any Wide Area Network
(WAN), Local Area Network (LAN), managed security services and/or v oice services, as appropriate and as
configured so that traffic can be delivered ov er the network.

“Customer Provided Access” or “"CPA" has the meaning given in Paragraph 2.1.7.

“Customer Required by Date” has the meaning given in Paragraph 9.6.1(f).

“Customer Requirements Form” means the form thatsets out the requirements for the Service agreed between
the both of us.

“Customer Security Policy” or “CSP" means the rules that are set and owned by you, that dictate the operation
of the Service.
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“DAP"” means Delivered at Place as defined in Incoterms® 2010.

“Data Centre” means a location owned or occupied by BT or a third party providerwhere BT Equipment is used
to host data

“DE Class” means the ‘default’ Class of Service, which requires the use of reasonable endeav ours only and is
used for non-critical, non-delay sensitive applications.

“De-installation Charges” means the charges payable by you on de-installation of the Service that will be equal
to the then current rates for Installation Charges on the date of de-installation.

“Differentiated Services Code Point" or “DSCP" means a field in an IP packet that allows different lev els of service
fo be assigned to network traffic; this is achieved by marking each packet on the network with a DSCP code
and appropriating to it the corresponding lev el of service.

“Digital Subscriber Line” or “DSL” means a technology for transfering data ov erregular phone lines and can be
used fo connect fo the Intemnet.

“Domain Name” means a readable name on an Internet page that is linked to a numeric IP Address.

“Earth Station” means a ground-based receiving or transmitting station in a satelite communications system.
“Elevated Avadilability Service Credit Rate” means the applicable rate as set out in the table at Paragraph 19.2
for the relev ant SLA Category.

“EU” means European Union.

“Ethernet” means a family of computer networking fechnologies for LANs.

“Failover” has the meaning as given in Paragraph 3.2.4(a).

“Fast Turn-up Service" has the meaning as given in Paragraph 2.1.9.

“Fast Turn-up Service Centre” has the meaning given in Paragraph 8.2.1.

“Fast Turn-up Service Minimum Period” means the minimum duration for (a) each SIM Card connected tfo the
Fast Turn-up Service, beginning on the Service Start Date, and lasting for three months or such other period as
set out inthe Order; and (b) the VPN enablement, beginning on the Service Start Date, and lasting for 12 months
or such other period as set out in the Order.

“Fragmentation” means the process whereby large data packets are broken down into small data packets, so
that v oice packets can be served sooner than if they had to wait for large data packet to be processed.
“Gateway Device” has the meaning given in Paragraph 2.1.9 of this Schedule.

“"GPRS" means general packet radio service for the fransmission of data.

“"GPRS Gateway” means a single point of access to the Network from another network using a SIM Card.

“GS Portal” means the portal that you can access for Service information, details of which are providedin the
Customer handbook.

“Hybrid VPN" or “"HVPN" means an access type that allows you to use a high speed broadband connection to
the public Internet to access the Service.

“Incident” means an unplanned interruption to, or a reduction in the quality of, the Service or particular element
of the Service.

“Incoterms® 2010" means the International Commercial Terms, which are a series of pre-defined commercial
ferms published by the International Chamber of Commerce and are a tfrademark of the International Chamber
of Commerce.

“Installation Charges” means those Charges set out in the Order in relation to installation of the Service and/or
any Purchased Equipment, Customer Equipment and/or BT Equipment as applicable.

“Integrated Services Digital Network” or “ISDN" means a set of communication standards for simultaneous digital
fransmission of v oice, video, data, and other network services ov er the traditional circuits of the PSTN.

“Internet” means a global system of interconnected networks that use a standard Internet Protocol to link
devices worldwide.

“Internet Breakout” or “IBO" has the meaning given in Paragraph 2.1.7(d)(i).

“Internet Gateway” means a network point allowing access to the Internet.

“Internet Gateway Regional” means the feature as set out in Paragraph 3.6.

“Internet LAN" or “iLAN" means an additional port with unrestricted Interet access, typically used for a guest
LAN or Wi-Fi access to the Internet.

“Internet Protocol” or “IP” means a communications protocol for devices connected to the Internet that
specifies the format for addresses and units of fransmitted data.

“Internet Regisiration Authority” means an internationally recognised organisation that logs the registered
owners of Domain Names and manages Domain Name registries for the country or international community
that it represents.

“IP Address” means a unique number on the Internet of a network card or controller thatidentifies a device and
is visible by all other devices on the Intemnet.

“IP Connect Global” means BT's MPLS based data VPN service known as “IP Connect Global”.

“IP Connect Self Service Portal” means the online system provided by BT that allows the Customer to order
certain limited Services and obtain updateson their deliv ery. The Customer hereby acknowledges and accepts
that any Orders placed via the IP Connect Self Service Portal will hav e the same legal force as a normal written
Order.
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“IPsec Tunnel” means a communication path between two end points and can be either static or dynamic.
“Jifter” means an indicator of the v ariation in the time between packets amiving at a Site.

"Leased Line Access” means a dedicated circuit from a Site to the nearest BT Network PoP.

“Local Area Network” or “LAN" means the infrastructure that enables the ability to transfer IP services within Sites
(including data, voice and video conferencing services).

“Local Confracted Business Hours” means the times during which maintenance of any Access Line is provided,
which will be Business Hours unless specified otherwise in the Order.

“Local Loop Access” means the physical local loop access circuit that bears the DSL service, which BT will deliv er
up to a defined demarcation point on the Site.

“Managed Router” means a Router owned and provided by BT for use with the Service, as further defined in
Paragraph 3.1.1(a) of this Schedule.

“Managed Service” means a managed v oice or/and data felecommunications service. Management services
are provided as an ov erlay to the following services to provide a fully managed solution:

(@)  Wide Area Network (WAN);
(b)  Local Area Network (LAN);
(c)  Unified Communications (UC).

“Managed Service Schedule to the General Terms” means a Service Schedule for Managed Services that can
be found at hitps://www.globalservices.bt.com/en/terms-and-conditions.

“Managed Service from BT" means a managed v oice or/and data telecommunications service. Management
services are provided as an ov erlay to the following services to provide a fully managed solution:

(a) Wide Area Network (WAN);

(b)  Local Area Network (LAN);

(c) IP Telephony (IPT);

(d)  Security;

(e)  Applications such as Microsoft Services and AAl.
“Managed Service from BT Schedule to the General Terms” means a Service Schedule for Managed Service
from BT that can be found at https://www.dlobalservices.bt.com/en/terms-and-conditions/managed-service-
from-bt-terms-and-conditions.
“Maximum Annual Availability Downtime” has the meaning given in the table at Paragraph 19.2.1 for the
relev ant SLA Category.
“Maximum Monthly Availability Downtime” has the meaning given in the table at Paragraph 19.2.1 for the
relevant SLA Category.
“Minimum Period of Service” means a period of 12 consecutive months beginning on the Service Start Date,
unless otherwise set out in an Order.
“Monthly Charges” means the monthly Recurring Charges for the Service and the sum of the Usage Charges for
the three full previous months divided by three.
“Monthly Site Charges” means the Recuring Charges to be paid by you for Port, Access and CPE.
“MPLS" has the meaning given in Paragraph 1.
“Multicast” means a type of technology that allows a message to be delivered to a group of destination
computers simultaneously in a single transmission from the source.
“Multicast VPN means a customer VPN that uses Multicast technology to transfer data.
“Mulfiple Default Routes” means the feature as set out in Paragraph 3.4.5.
“Multiple Specific Routes” means the features as set out in Paragraph 3.4.6.
“Multiple VPN" or “mVPN" means sev eral individual VPNs configured within the Customer’s network.
“Network Terminating Equipment” or "NTE” means the BT Equipment used to provide the Service, either at the
point of connection between the BT Network and the Access Line, or provided at the Sites for connection to the
Network Terminating Unit.
“Network Terminating Unit” or “NTU"” means the socket where your wiring, equipment or existing qualifying data
service is connected to the Access Line.
“Nofice of Non-Renewal” has the meaning given in Paragraph 7.1.1.
“Notice to Amend” has the meaning given in Paragraph 7.1.3.
“On Time Delivery Service Credits” means 4% of the Recuring Charges for the applicable Site, per day.
“On Time Delivery Service Level” has the meaning given in Paragraph 19.1.
“Open Systems Interconnection” means a conceptual model that characterises and standardises the internal
functions of a communication system by partitioning it intfo abstraction layers according to the (ISO/IEC 7498-1)
standard.
“Operating System” or “OS" means a collection of sofftware that manages computer hardware resources and
provides common services for computer programs with the aim of optimising performance.
“Packet Delivery” means the measure of data successfully conv eyed via the BT Network.
“PBX" means Private Branch Exchange.
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“Permanent Virtual Circuit” or "PVC" means connectivity providing a dedicated Circuit link between two
facilities

“Planned Maintenance” means any Maintenance BT has planned to doin adv ance.

“Pointof Presence” or “PoP"” means an artificial demarcation point or interface point between communicating
entities where the entities build a connection with each other.

“Port” means the point where the Access Line is connected to the BT Network.

“Primary Access Line” means the principal activ e, traffic camying Access Line.

“Primary Port” means the service that you use to access the BT Network in a resilient scenario.

“Provider Edge Routers” or "PE Routers” means the BT Equipment on the edge of the BT Network where Access
Lines are terminated and Customer traffic enters the MPLS core network.

“PSTN" means Public Switched Telephone Network, which is the concentration of the world’s public circuit
switched telephone networks.

“Qualifying Incident’ means a Severity Level 1 Incident, except where any of the following events have
occurred:

(a)  the Service has been modified or altered in any way by you, or by BT in accordance with your
instructions;

(b)  Planned Maintenance;

(c)  you have performed any network configurations that BT did not approve;

(d)  anlIncidenthasbeen reported and BT cannot confirmthatanlIncident exists after performing tests; or

(e)  yourequested BT to testthe Serviceata timewhen nolncident has been detected and/or reported.

“Recurring Charges” means the Charges for the Service or applicable part of the Service that are inv oiced
repeatedly in every payment period (e.g. every month), as set out in the Order.

“Rendezvous Point” or “RP” means a point in the network where Multicast receiv er sites can register their interest
to receiv e Multicast fraffic.

“Renewadl Period” means for each Service, the initial 12 month period following the Minimum Period of Service,
and each subsequent 12 month period.

“Resiliency Restoration Service Credit” has the meaning given in Paragraph 20.2.1.

“Resiliency Restoration Service Level” has the meaning given in Paragraph 20.1.

“Resilient Component” means, with respect to a Resilient Service, any of the Access Lines, BT Equipment or
Purchased Equipment.

“Resilient Service” means a Service or part of a Service, as set out in the Order, where BT provides:

(a)  Two or more Access Lines, to provide more resiliency;

(b) BT Equipment and/or Purchased Equipment; and

(c) Maintenanceservice 24 hours a day and seven days a week, including publicholidays in respect of (a)

and (b) above.

“Return Merchandise Authorisation” or "RMA"” means a returns policy form where you capture the Fast Turn-up
Service Site inv entory information and reason for returning device for exchange or repair.
“Roaming” means use of the Fast Tum-up Service where access is provided via an alternative wireless data
service and where BT has an agreement with the alternativ e wireless data service provider for such access.
“Round Trip Delay” or “RTD"” means the time taken for a packet to get to its destination and for its
acknowledgement to return. It is an indicator of network delay performance.
“Router(s)” means a device that foowards data packets between computer networks, creating an overlay
infernetwork.
“Satellite Modem” means a modem used to establish data transfers using a communications satellite as a relay.
“Secondary Access Line" means the back-up Access Line used in the case of failure of the Primary Access Line.
“Security Policy Document” means the document that captures the security rules that are set and owned by
you and that dictate the operation of the Cloud Firewall feature.
“Service” has the meaning given in Paragraph 1.
“Service Desk” has the meaning given in Paragraph 8.1.1.
“Service Credit Interval” means as set out in the table at Paragraph 19.2.1 for the relev ant SLA Category.
“Service Level” means each of the On Time Delivery Service Level, the Availability Service Level and the
Resiliency Restoration Service Level.
“Service Management Boundary” has the meaning given in Paragraph 4.1.
“Severity Level 1 Incident” means an Incident that cannot be circumv ented and that constitutes a complete
loss of Service at the Site or Circuit and in respect of a Resilient Service, excluding any loss of service of a Resilient
Component where you still has access to the Service through the other back-up Resiient Component.
“Service Options” has the meaning given in Paragraph 3.
“SIM" means ‘Subscriber Identity Module’ which is used to enabled the Device for access to the Fast Tum-up
Service.
“SIM Card” means the Subscriber Identity Module Card provided by BT as part of the Fast Tumn-up Service.
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“Simple Network Management Protocol” or “SNMP"” means an Interet-standard protocol for managing devices
on IP networks.

“Site” means a location at which the Service is provided.

“Site to Site Report” means an optional report that BT will provide fo you, if requested by you, which contains
information on network performance between pairs of Sites.

“SLA Category” means the category, as set out in the Order, which, in accordance with the table set out at
Paragraph 19.2.1, specifies the following in relation to the Service, Site or Circuit:

(@)  Availability Annual Target;

(b)  Maximum Annual Availability Downtime

(c) Maximum Monthly Availability Downtime;
(d)  Standard Availability Service Credit Rate;

(e)  Elevated Availability Service Credit Rate; and
(f) Service Credit Interval.

“Solar Outage” means an interruption in or distortion of stationary satellite signals caused by interference from
solar radiation. The effect is due to the sun's radiation ov erwhelming the satellite signal.

“Standard Availability Service Credit Rate” means the applicablerate asset outin the table at Paragraph 19.2.1
for the relev ant SLA Category.

“SMS” means Short Messaging Service.

“Split Tunnelling” means an add-on feature to HVPN that allows you to use their MPLS physical access for web
browsing while simultaneously sending your VPN traffic via the normal IPSec Tunnel.

“Standard Availability Service Credit Rate” means the applicable rate asset out in the table at Paragraph 19.2
for the relev ant SLA Category.

“Standard Service Components” has the meaning given in Paragraph 2.

“Successful Flex Event” means your bandwidth and CoS speeds are updated to the required speeds set out in
the portal.

“Territory” means the country in which BT is registered as resident for corporate income tax purposes.
“Termination Charges” means those Charges incumed in accordance with Paragraph 12.

“Throughput” means the av erage rate of successful message delivery over a communication channel.

“Ticket” has the meaning given in Paragraph 10.2 and may also be known as a “fault reference number”.
“Uniform Resource Locator” or “URL" means a character string that points to a resource on an intranet or the
Internet.

“Unmanaged BT Router” means a Router owned and provided by BT for use with the Service, as further defined
in Paragraph 3.1.1(b) of this Schedule.

“Unmanaged Customer Router” means a Router owned and provided by you for use with the Service, as further
defined in Paragraph 3.1.1(c) of this Schedule.

“Usage Charges” means the Charges for the Service or applicable part of the Service that are calculated by
multiplying the v olume of units that you used orincurmred in a period (e.g. number of agents using the Service, or
the number of minutes the Service was used for) with the relev ant fee that is specified in the Order.

“User Security Details” means IDs, user names, personal identification numbers and passwords.

“Virtual Private Network” or “VPN" means a network that appears private to your Users while being provided
ov ernetwork infrastructure that is shared with other customers. Unless otherwise agreed in writing, a customer’s
communications ov erits VPN are restricted fo those Sites belonging to your VPN.

“Virtual LAN" or "VLAN" means a broadcast domain that is partitioned and isolated in a computer network at
the data link layer (OSI layer 2).

“"WEEE" has the meaning given in Paragraph 16.

“WEEE Directive” has the meaning given in Paragraph 16.
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