
30 SECONDS TO SECURE
5 simple steps to protect your business

Changed your password recently?  

Use strong, unique passwords that combine upper
and lowercase letters, numbers and special
characters. 

Turned on multi-factor authentication?  

MFA adds an extra layer of security in case your
password is compromised.  

Updated your software?  

Skipping the updates means skipping new security
features. Be sure to always use the latest version.  

Backed up your data?  

An encrypted, cloud-based and up-to-date version
of our data helps keep us protected from
ransomware attacks.  

Checked the message is legitimate?  

Take a pause to make sure an email, text message or phone
call is from a genuine source – especially if it’s encouraging
you to click a link or share sensitive information. 

Cyber security is everyone’s business.


